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DS-K260X Series Access Controller V2.0.1_build180209

Release Notes

Device Model:
DS-K2801/DS-K2802/
DS-K2804

Firmware Version: V2.0.1_Build180209

SDK Version: V5.3.2.15

Client version Ve.7.1.4 build20180403

Reason of Upgrade

Added or modified functions, enhance products quality and meet customers’ requirements

New Features
1. Support 1 channel client arm an

(1) Software platforms such as ivms-4200 support client arm. When armed, both the off-line

event buffer and real time e

(2) SDK demo support client arm or real time arm. Real time arm will only receive real time
events without obtaining the off-line event buffer from the devices. Useful for 3" party

connections:

d 4 channel real time arm.

vents of the devices will be uploaded to the software.
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2. Support device arming (connection) status check with info about arming IP and arming mode:

RAM

File System View Tool Help & ivms-4200 admin @ &8 ¥4 213819 A

:: Control Panel ., Alarm Event i Device Management ﬂ Access Control w,} Status Monitor

Device for Management (1)

<= Add [ Modify 3¢ Delete | ¥ Remote Configuration i QR Code Activate| EZE Device Status Upgrade (0 Filter

BN Dcvice Type | Nickname Connectio... | Network Paramet... | Device Serial No. Security Net Status
% Access Co... 10.16.112.152 TCP/IP 10.16.112.152:8000 DS-K280120180209V020001EN564851505 Wealk
.
Device: 10.16.112.152

¢° Door Status Index P Arming Type

Host Status 1 10.16.112.21  Client Arm
5.;;5-, Card Reader Status 2 10.16.112.21 Real-Time Arm

Alarm Output Status 3 10.16.112.28 Real-Time Arm
Event Sen r Statu

3. Support First card remain open (unlock door for certain time with a card) and First card
authentication (enable door access with a card) functions.

4. Support in-controller local anti-pass back.

5. Support up to 500 authentication passwords/ PIN codes.
Length should be 4 to 8 digits and should not be the same as super password, duress code and
dismiss code.

6. Support configuration of up to 5 custom Wiegand protocols.
7. Support obtaining events log from the controller instead of the client database:

==  Conbrol Panel 55l main view 4 Remote Playback B} Access contro o WMonitor B Storage Schedule @8 EventManag

Access Control Event CallLog  UnlockingLog — Notice

Event Source: Local Event ® Remote Event
E Device 2802 ~ EventType: All
o
Card Holder Name Card No
v Start Time: 2018-06-01 00:00:00 [Zt| EnaTime:  2018-06-0

With Alarm Picture
. s

E= Search Result

' Serial ... | Event Type Card Holder | Card Type Card No Event Time Event Source | Capture Directi...| MAC Address
Se g Anti-passing Back Authentication Failed Krasimir Normal Card 3774653041  2012-06-01 13:4.. Exit Card Reader2 Exit
2 Door Locked 2018-06-01 13:4.. Doorl
? 3 Legal Card Authentication Passed Krasimir Normal Card 3774653041  2018-06-01 13:4.. Exit Card Reader2 Exit
4 Door Unlocked 2018-06-01 13:4... Doorl
S -

8. Event Card Linkage support more linkage targets (stop device buzzing, stop card reader
buzzing, stop alarm output).
9. Support domain name input for NTP server
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Customer Impact and Recommended Action

This new firmware upgrade is to improve product performance, and will
take effect automatically after upgrading from previous versions. We'd
like to inform you for the above changes. Also, we are sorry for any
possible inconvenience of use-habit changes caused by this action.

For questions or concerns, please contact our local technical support team.

Note:

- Hikvision has all rights to alter, modify and cancel this notice.

- Hikvision doesn't give any guarantee for old models’ stock.

- Hikvision is not liable for any typing or printing errors.

- For special model's change details, please contact our local technical support
team.

Hikvision Digital Technology CO., Ltd.

No. 555 Qianmo Road, Binjiang District, Hangzhou
310052, China

Tel: +86-571-8807-5998

FAX: +86-571-8993-5635
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