HIKVISION

First Choice for Security Professionals

Network Video Recorder
Version: V4.21.005 build190509
Release Note

(2019-5-9 External)

Firmware Version: V4.21.005 build190509
SDK Version: V6.0.2.30_build20190325
Firmware
Play Library: V7.3.7.32_Build20190305
Basic )
Web component: V4.0.1 build190505
Information
IVMS-4200: V2.6.18.2 build20190326
OpenSDK Version: V1.5.55.1 build 181101

Reason of Upgrade

Add new features and optimize product performance.
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New features

1. [Smooth Streaming]

1) Low bandwidth preview and playback, support up to 4 channels.

2) This function can be configured on Web, iVMS4200 and Hik-central (above 1.3.2),
and only 4200 and Hik-central support preview and playback.

Note: Web doesn’t support preview and playback.

Live View Playback Application Configuration

SNMP Email Platform Access Network Service Other Integration Protocol Smooth Streaming

D Local
[ system Stream Type [Transcoded Stream v
e Metwork I ¥ Enable Smooth Streaming I

Basic Seftings Mode [Auto v

|

Image
Event
Storage

Vehicle Detection

S dDEEF

VCA
EG Human Body Capture

1| 10T Channel Settings

. ze 19 Tue 16:09:23

L 1-Screen

& 4-Screen
& 9-Screen
@ 16-Screen
® Custom View

& 1P COM™ @& Remote Configuration
@ IP Cam: & Synchrorization
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& HikCentral Professional

@ HikCentral Professional
03 My

17 e 10.49.06

| 25 smoothing

2. [Access Control Devices Access]

1) Support the access of Hikvision Access Control devices and Intercom devices

Note: Take Access Control as an example to show screenshots.

loT

Access Control

K
Alarm

Entrance and Exit Channel
Control System

Alarm Event Linkage
Management System

Al
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< Access Control

X Delete [ Import % Export ) Refresh
7 card swiping Record B ChannelNo.  Name Device Type P Address Protocol Edt  Config  Stalus Security
10T01 P1BIUTF1... Hikvision VideoInt..  10.9.96.19 & [+ Weak Pass
10T03 P1B1Y AddloT Device X @ (] Weak Pass
Protocel [ Hikvision - I
Device IP 10.9.96.67
Port 8000
Transfer Protocol TCP -
User Name admin
Password :

2) Support alarm rule configuration and OSD display configuration.

ra
< Access Control

< Back  Config

= Channel  [loT04] 10T01 - Name 10701 Device Type Hikvision Access Control Device
[ card swiping Record
Event Configuration | |OSD Display Configuration
Event Type Authentication Passed - [|Enable Copyto

Linkage Action  Arming Schedule
3

Normal Linkage Trigger Alarm Output Trigger Channel PTZ Linkage
- Local->1 D1
Full Screen Monitoring PTZ Linkage [D1] 12345678 Fro =
[ JAudible Warning Local->2 D2
Preset No. 1
LNotify Surveillance Center ) .1 o D3
Patrol No. 1
Send Email
Local->4 D4
/08D Display Paltern No. 1
Local->5 v}

3) Support Normal Linkage, Trigger Alarm Output, Trigger Channel, PTZ Linkage.
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ras
< Access C

< Back  Config

- Channel  [loT04] IOTO1 - Name 10701 Device Type  Hikvision Access Control Device
[E3°  card Swiping Record
Event Configuration | OSD Display Configuration
Event Type Authentication Passed - Enable Copyto

Linkage Action  Arming Schedule
N

|ENormaI Linkagel I Trigger Alarm Output I |‘_|Tri&gerchannel I |PTZ Linkage I

- _Local->1 b1
- Full Screen Monitoring PTZ Linkage [D1] 12345678 Fro -
|_lAudible Warning Local->2 D2
Preset No. 1
[INotify Surveillance Center [~ (oo oo D3
Patrol No. 1
_Isend Email -
Local->4 D4
[1OSD Display Pattern No. 1
Local->5 D&

4) The Access Control alarm information also can be overlapped on live view. Which IP
channel will be overlapped with the OSD display depends on the trigger channel you

select.

< Access C |

< Back  Config

Channel  [l0oT04] IOTO1 ¥ Name 10701 Device Type  Hikvision Access Control Devic

Event Configuration | OSD Display Configuration

~/|Device Name ~/Card No. ~/|Event Name

[F3%  card swiping Record

~Name /1D No.

Character Encod... Latin-1(is0-8859-1) -

Overlay Mode Page -
Font Size small Large
Font Color EEE/EEEN
Display for(s) 1000

Privacy Settings

For example, the entered card number will be shown as ™

5) Support Access Control alarm event log.

@ System Info < Back
No. Major Type Time Minor Type Parameter
L9 mport/Export 1 O Alarm 27-05-2019 09:14:56 Access Control Host Event N/A
S 2 OAIarm 27-05-2019 09:16:49 Access Control Host Event N/A
ar Upgrade
= 3 OAIarm 27-05-2019 09:16:49 Access Control Host Event N/A
¥, Default 4 O Alarm 27-05-2019 09:17:09 Access Control Host Event N/A

5 OAIarm 27-05-2019 09:19:56 Access Control Host Event N/A

it

Network

6) Support to upload alarm to Hik-Connect.
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7) The timeout period for recording after the call starts is 90 seconds, or 90 seconds if
there is no call end.

Note: The total number of IoT access channels is up to half of the number of device

channels. For model 7732NI-14, the sum of the number of access control channels, video

intercom channels and alarm (Hikvision & third party alarm) channels is up to 16.

3. [Alarm Devices Access]

1) Support the access of HIKVISION alarm devices and GJD, OPTEX and Luminite

alarm devices. Note: Take Hikvision Alarm Host as an example to show screenshots.

loT

N

Access Control Alarm

Entrance and Exit Channel
Control System

Alarm Event Linkage
Management System

Al

< Alarm Device

E5]  Device Management ¥ Delete ' Refresh

M channelNo Mare Device Type IP Address Protacal Edt  Config  Stalus Security Port Device.

2 SearchDala

Add 10T Device

Protocol OPTEX

Hikvision ,
Device IP 2

OPTEX
Transfer Protocol GJO

Luminite
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2) Support alarm rule configuration and OSD display configuration.

< Alarm Device

Device Management + Add # Delete ) Refresh
@  cChannelNo. Name Device Type IP Address
I searchData 1oTo1 wire Hikvision Alarm Host 192.1.94.53 Hikvision - (] Strong Pass... 8000 DS-PWA

< Alarm Device

Device Management sack  Config

Channel  [OTO1] wire - Name  wire Device Type  Hikvision Alarm Host
S | Event Corfiguration ||oso Display Corfiguration |

Event Type host-wire - Enable Copyto

Linkage Action  Arming Schedule

[INormal Linkage Trigger Alarm Output Trigger Channel PTZ Linkage
Full Screen Monitoring Locek=1 2 PTZ Linkage [D1] Pdome
Audible Warning Local->2
Preset No.
Notify Surveillance Center oo\ -3
Patrol No
Send Email
Local->4
0SD Display Pattern No
Apply
3) Support alarm event log.
VR X
@ System Info < Back
No. Major Type Time Minor Type Parameter Play
S Import/Export 1651 OAIarm 27-05-2019 14:51:43 Motion Detection Started N/A >
NS i o 1652 OAlarm 27-05-2019 14:51:57 Motion Detection Stopped N/A >
ar pgrade
1653 OAIarm 27-05-2019 14:52:01 Alarm Host Event N/A
Default 1654 QAlarm 27-05-2019 14:52:03 Alarm Host Event N/A
@ Network 1655 OAIarm 27-05-2019 14:52:07 Alarm Host Event N/A
1656 OAIarm 27-05-2019 14:52:08 Alarm Host Event N/A
FX HDD Operation
— 1657 oAIarm 27-05-2019 14:52:13 Alarm Host Event N/A
(4} System Service 1658 QAalarm 27-05-2019 14:52:16 Alarm Host Event N/A

4) Support Normal Linkage, Trigger Alarm Output, Trigger Channel, PTZ Linkage.
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< Alarm Device

sack  Config

@ Device Management

Channel  [IOT01] wire - Name ‘wire Device Type  Hikvision Alarm Host
Exarch Data Event Configuration | OSD Display Configuration
Event Type zone01-wirelessZone1-Instant - Enable Copy to
Linkage Action | Arming Schedule
| Normal Linkage I | Trigger Alarm Output Trigger Channel |F‘TZ Linkage I
" Local->1 D1
" Full Screen Monitoring PTZ Linkage [D1] IPdome
Audible Warning Local->2
* Preset No. 1
Notify Surveillance Center Local=3
Patrol No.
Send Email
Local-»4
0OSD Display Pattern No,

“Nolice: please confirm the event oulput in “Live View" seltings menu is the same with the real event oulput.

5) The alarm information also can be overlapped on live view. Which IP channel will be
overlapped with the OSD display depends on the trigger channel you select.

< Alarm Device

Back Config

2= Device Management
Channel  [IOT01] wire - Name wire Device Type  Hikvision Alarm Host

Seerch Dafa Event Configuration | OSD Display Configuration

12-14-2018 Fri YLt Character Encod...
Overlay Mode Page
Font Size Small Large
Font Color BEEEREEEER
Display for(s) 5
Privacy Seftings

6) Support to upload alarm to Hik-Connect.

7) The default port for NVR to receive alarms is 30999, which can be modified.
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@ General SNMP  Email Plaiform Access  More Seltings
R User
o Alarm Host IP 192.168.2.1.21
D Network

Alarm Host Port 23

TCPAP

Server Port 8000

HTTP Port 80
El evem
Q Live View Multicast IP
&) Rs23 RTSP Port 554
E Holiday loT Monitoring Port 30999
| RO Enhanced SDK Ser... 8443

Apply

4. [Counting Statistics]

1) It can support display counting statistics by selecting channels in local GUI.

|:| Camera [ D11Pcamera 01 [- |

O [v [D1]IPCamera 01
>> Heat Map Daily Report el 05-01-2019 &5 I = Export I
[+ [D2]IPCamera 02

People Entered
[D3] IPCamera 03

[D4] IPCarnera 04

(D3] IPCamera 05
[DB] remote testing dome
[D7] IPCamera 07
[D8] IPCamera 08
[D9] IPCamera 09

[D10] IPCamera 10

oo oo oo oo o oo

[D11]IPCamera 11 13 14 15 16 17 18 19 20 21 22 23 24
[D12] IPCamera 12
[D13]IPCamera 13
[D14] Camera 01

[D15] IPCamera 15

RN e e B B e B

[D16] IPCamera 16

2) Support display and export reports by daily, weekly, monthly and annual.
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: Camera [All] Camera

&3 Heat Map

Daily Report

People Entered People Exited

o o o o

5. [Hik-connect Download QR Code]

Hik-connect Download QR code is added in Platform Access interface of NVR local GUI.

€53 General SNMP Email More Settings

) user Access Type Hik-Connect
@ MNetwork Enable
TeRIP Add itedew h 1 Custormn
: Enahle Stream ..
Verification Cod... Tgaz2wsx
E Event
Status Offline(0>3007)
<2 Live View
Hik-Connect Ac...  Unlinked Unbind
@ RS-232 Scan the QR code via the Hik-Connect app Scan the QR code to download the
application to add the device smartphone app
Holiday
ElpasE
Bl rPos z
L E2EDE
EEH Hot Spare

6. [Main and Auxiliary Menu Switching]

1) Support non-homologous devices to support this function.
2) There is no resolution limit for the operation of primary and secondary ports, and they
can be switched as long as they are supported.

3) Only the current port can operate PTZ after switching.
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NO LINK NO LINK

Aux Monitor

7. [IP, MAC Address Black-and-white List Function]

1) Local GUI and web can set blacklists and whitelists of IP and MAC.

2) Only one (IP or MAC) black-and-white list can be enabled.

NVR a0 -
[—
System Info Enable | |
Log Information Restriction Mode [ » IP Address MAC Address I
Import/Export Restriction Type [ Allow Forbid I
Upgrade Restriction List Edit Delete
Default - No. IP Address
1 10.25.204 41
Network

10.9.96.9
HDD Operation

ONVIF

Stream Encryption

S

Double Verificati

More Settings

3) MAC and IP address black-and-white lists can support 32 addresses separately.
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4) The actual IP and MAC are acquired in the router with IP and MAC addresses, and
the IP and MAC on the router side are acquired outside the router.

5) The IP and MAC black-and-white list addresses set can be modified and deleted.

8. [Double Verification]

1) If enabling Double Verification, non-admin users need secondary password
authentication when local GUI playback, video export, remote video playback /

download in web or IVMS4200.

NVR a0

Channel

Maxc. Carm... Min. Cam...

IPCamera 02

IPCarmera 03
- - Double verification user
IPCamera 04

IPCamera 05
Sote tes User Name testl
remote test

IPCarmera 07
Password
IPCarmera 08

Cancel
2019 Jan

sS M T W T F S

12 3 4[3]
68 7 8 @ 10 11 12
13 14 15 18 17 18 18
20 21 22 23 24 25 26
27 28 29 30 31

04:00

Custom Search

2) Admin users don’t need Double Verification and only admin user can configure the
function.
3) Double Verification can newly add up to 8 users. Double Verification users can only

be used for secondary authenticate, but can’t be used for logging in NVR.
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@

@ Systern Info Enable Double Verification
[2] Log information Add & Modify < Delete

7 ImportExport RS, pr——
<> Upgrade 1 test1 Weak Pass
1-:-':‘7 Default
&8 Network

!r::%l, HDD Operation
System Service
QONVIF
Streamn Encryption

Address Filter

%

More Settings

Note: After inputting double verification account, the validity period is 10s. For example, the D1
channel is authenticated and then playback. No secondary authentication is required when

playback is stopped in 10s. Otherwise you have to authenticate again over 10s.

9. [EHOME 5.0 Protocol]

The device can be connected to the platform through E-home5.0 in LAN.

-
i Ennd SNMP  Email | Platform Access | More Seflings
Ry User
T Access Type EHome ~
@ Network

Enable O

N
TCPAP

Server Port 7660
E Event
<3 Lveview Registration Status Offline
@ RS-232 Device ID 531648296
5] Holiday Version V5.0
| POS Encryption Password
E Hot Spare
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10. [Two-way Audio Function between NVR Channels and Hik-Connect]

1) It can be turned on and off on Hik-connect.
2) Only one channel is supported, and the channel must be in living view.

3) The version of Hik-Connect must be V3.7.0 or later.

11. [Thermal Camera Alarm Image Upload to Hik-Connect]}

1) After the thermal camera reports the alarm to NVR, NVR synchronizes the alarm
information to Hik-Connect.

2) The alarm picture is the thermal channel, not the visible light channel.

HIK-CONNECT now

thermal Intrusion Detection(2019-04-09
19:02:00)

Hik-Connect

thermal

Intrusion Detection

S n % \J Playback

12. [Add POE Setting in Web]

1) Itis supported to configure IP address of POE network card in web.
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Local

System

© 00

Network

Basic Settings
Advanced Settings
Video/Audio
Image

Event

Storage

Vehicle Detection

& MO EF

VCA

-
-

¥

Human Body Capture

Live View Playback Picture Application Configuration
TCPAP  DDNS  PPPoE  Port  NAT
NIC Type [Auto v
4 DHCP
IPv4 Address 10.9.96.28
IPv4 Subnet Mask 255255 2550
|Pv4 Default Gateway 10.9.96.254
IPvG Address fed0::cb2f.90ff-feal:bed
IPvE Default Gateway
Mac Address cd:2f:90:a1:0bed
MTU [1500
DNS Server
¥ Auto DNS
Preferred DNS Server 10.1.7.97
Alternate DNS Server 10.1.7.98
PoE Network Card Settings
Md more 10T channels ar.. [192.168.254 1 |

13. [Alarm In and Other Event Types Support Combination Alarm]

1) If Alarm In is configured with a combination alarm, the Alarm Input will not alarm

separately, but only alarm for other events such as motion or smart events; If Alarm In

is not set combination alarm, Alarm In should be alarmed alone.

Note: Go to System->Event->Normal Event->Alarm input->Edit->Combined Alarm

One alarm input can only correspond to one camera channel when using Combination

function.
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Edit )(
@ |Nlm| Input No.  Local<-2 - I Type NO
£ e
Alarm Name combine
B Notwork s
Selfings Nonuse © Input
[E] Event -
T
- @
Smart Event Select Channel  [D3] Camera 01
€2 Live View o | | combined atar.. [ Motion
| Face (Face Caplure)
@ i [“IVehicle
& tHolday " Line Crossing
" Intrusion
B ros
Region Enirance
[ IRegion Exiting
| ILoitering

Live View Playback Picture Application Configuration
|;| - Motion Video Tampering Video Loss Alarm Input Alarm Output Exception
ocal I

] System Alarm Input No.  [A<-1 v| 1P Address Local
e Network Alarm Type [NO ~|  Alarm Hame [ [icannat copy)
‘gg Video/Audio k4 Enable Alarm Input Handling
E Image Arming Schedule Linkage Method Combined Alarm

G e
] Event amera |Camera1 v (@)

Combined Alar..

| Basic Event [ SelectAn

Storage [[] video Tampering
% Vehicle Detection [] Facial Detection (Face Ca...
Q VCA [] Intrusion

[] Line Creossing Detection

..
4

¥

Human Body Capture
[] Region Entrance

™1 Renion Fuifinn

2) The Arming Schedule for combination alarm should be the same as other events such
as motion detection or smart event.
Note: When you select motion event as one of combined alarm events, the Arming

Schedule of motion and combined alarm should be the same. (see the pics below)
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Configuration
O teen iseo Tamperng  VideoLoss  Alsmipd  Alam Oulul  Excepton (=P e mporing _ Video Atz Output _ Excepion
B svem Camera (D3] Camera 01 v B system larm Input No. [ A<-1 ~| 1P Address. Local
© rewon ) Enable Motion Detection © Hewon wamTs [0 ~| wamwame  [Combne Ticamnet coon @
[ re— 7 Enavie Dynamsc Analyss for Moton @y Vieainuio
L v— ) Lnkage Melhed  Gomkines Alarm
vea Seflngs | Aaming Schecle ) Liskage Method image ),
& mose Ao Setogs | rang o) Liksgn & s )
[ Event x ¥ Delste Al [ evem x 1l Detata Al
| Basi Event
| Banc Event T | .
= ] som v e
s 8 W 1 o ® s om B St ¢
= I ———
., R | Veticle Deteciun B
- Wed
I £ ver
4 Human Body Capture T ks L A o 3% Human Body Capture T
chamnel Setings 0
[E 107 Channe! Setings e & w12 M ® w @™ [ 107 Channe! Seting:
o I
. 0 « 6w om -
“ |
© & & 0 2 “ i i £l 2
s Sun
" I

14. [Add four types of smart event]

1) Four smart events are added: gathering, fast moving, parking detection, and loitering

detection.

Note: Only if the access cameras support these functions

15. [Fisheye Camera)
1) Support second generation fisheye camera access.

2) Four new fisheye expansion modes: Fisheye+3PTZ, Cylinder, Hemisphere, 4PTZ.

Fisheye + 3PTZ

PTZ

12345678 Fai-
@x

e (28
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16. [HDD Health Detection]

1) Only Western Digital HDD and Seagate Skyhawk Series HDD are supported.
2) The health status of various indexes of the hard disk can be visually checked.

System Info

Total number of HDDs: 3. It only detects Western Digital (WD) and Seagate SkyHawk series HDDs.

P\ Log Information

Import/Export mg’.;’t‘."’“ m" mm“
Upgrade No.2 HDD not No3 HDD is No.5 HDD is
Default

f{:? Network

HDD Operation

SMART

Bad Sector Detection

HDD Clone

@ System Info
< Back
[21 Lognformation
T No. 3 HDD HDD is healthy.
o~ Import/Export 2
No. Alarm Name Status Current Value Advice
@ Upgrade
B 1 Lifetime PowerOn Reset Alert HDD is healthy. 306.00
€. Defaul 2 Power On Hours Alert HDD is healthy. N/A
5 e .
@ Network 3 Head Load Lifetime Count Alert HDD is healthy. 354.00
4 Current Temperature Alert HDD is healthy. 23.00
HDD Operation
5 Total Lifetime Workload Alert HDD is healthy. 1.00
SMART 3 Total Workload Rate Alert HDD is healthy. N/A
. 7 Power On Reset Rate Alert HDD is healthy. N/A
Bad Sector Detection
8 Head Load Rate Alert HDD is healthy. N/A
HDD Clone 3 Soft Reset Alert HDD is healthy. NA
10 Hard Reset Alert HDD is healthy. N/A
o " Mechanical Failure Alert HDD is healthy. N/A

Modified functions

1. [Optimize Keyboard Access])

1) For DS-1005K keyboard, after stopping patrol / starting patrol, the patrol icon will
change and the tip text swill change.

2) The target detection bar under the preview interface can be operated by keyboard.
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3) Real-time playback can control the positioning, pause, start and exit functions of time

points.

2. [Optimize Thermal Camera Access]

1) Support VCA behavior analysis configuration on NVR.
Note: Login web of NVR, Go to Configuration -> VCA-> Behavior Analysis -> Select
Thermal Channel and configure (Only support on Web of NVR)
Same type of VCA event for the same channel, the linkage after triggering the alarm
can only be set to the same types. For example, if you set two line crossing events
on the same channel, the linkages of them should be the same.
If the following low probability situation occurs, the VCA function rule configured on

the web of thermal cannot be modified on the Web of NVR, please delete the rule and

reconfigure it.

VISION Live View Playback Picture Application Configuration
3 Local Camera ([D4] Thermal 2136 v
] system
Rule  Amming Schedule  Alarm Linkage ~ Shield Region  Overlay & Capture  Camera Calibration
© Network —_—
Q5 VideolAudio Rulo'List
(s Enable No. Rule Name None
[E] Event 1%} 1 show rule Intrusion X
Region Entrance
Storage W Fiterby |Pixel v Duration(s) Region Exiting
R | Venicle Detection Max. Size 934 + [981 Sensitivity 50 [
& vea Min.See” 0 * 6% Detection Target Human & Vehicle  [v/|
Behavior Analysis ¥ 2 line Line Crossing

Face Capture
Multi-Target-Type Detection

Human Body Capture

B

10T Channel Settings

Camera 01
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VISION Playback Picture Application Configuration
3 Local Camera [D4] Thermal 2136 v
B system
© Rule  Aming Schedule  Alarm Linkage  Shield Region  Overlay & Caplure  Gamera Calibration
Network —_—
Q5 videorAudio Rulclbat
@ image No. Rule Name Rule Type
(] Event 1 show ule Infrusion
B Storae 2 line Line Crossing
= 3 line2 Line
R | Venicle Detection ine HE LY
€ veca
Behavior Analysis
Face Caplure
Mutti-Target- Type Detection
e [ Normal Linkage [] Trigger Alarm Output [] Trigger Recording PTZ Linking
Audile Warnin At o1 Preset No
0T Channel Setiings o o d m] o
[] Send Email [ A-=2 Op2 1 v
[] Mefity Surveillance Center CA=3 o3 [] Patral Ne.
] Full Screen Monitoring A4 ¥4 1 v
o> [] Patter No.
[] D21 1 v
22
031
[ Das1
D42

2) Support Temperature Measurement, Fire Source Detection and VCA alarm.

Channel Target Detection
sl @0 L0% TR asiacitiigiod
Exceplion  Basic Event Smart Event

Set

Time to Alarm Alarm/Exception Play  InformationiCemsra No., Alarm Inp:

2019-05-01 11:54:11 Fire Source Detection > D2 192194 41
2019-05-01 11:54:06 Temperature Measurement Pre. D2 19219441
2019.05.01 11:5243 Temperature Measurement Pre D2 19213441
2019-05-01 11:5243 Temperature Difference Alarm D2 19213441
2019-05-0111:50:06 Temperature Measurement Alarm D2 192194 41
2018-05-01 11:48:30 Temperature Measurement Pre. D2 19218441
2019-05-01 11:48:02 Temperature Measurement Pre. D2 19219441
2019-05-01 11:48:02 Intrusion D2 192194 41
2019-05-01 11:47:39 nirusion D2 192194 41
2019-05-01 11:47:37 Temperature Measurement Pre D2 132.1.94 41

2019-05-01 11:45:58 intrusion D2 19219441

»>
>
>
>
>
>

2019-05-01 11:48:23 infrusion > D2 19219441
>
>
>
>
>
>

2019-05-01 11:40:54 Infrusion D2 19219441

3) Support set arming schedule & linkage of real-time temperature measurement and
fire source detection on NVR local.
Note: The configuration above is available after enabling the related function on web

of Thermal Camera.
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@ General [7'Save VCA Picture

S user

@ Network >

E een v

Normal Event Arming Schedule  Linkage Action

BT = O e

2 LveView 2 [ 2 4 6 8 10 12 “ 1% 18 20 2 24

D reaw won (5 I S T !

B Tee o ot o = 2

B eos g £ i R )
T 1 ] Y e R S .
i o T i Y A s
sat i = | o s 6
Sun = i e R S e S 7
“Note: Operation is invalid when the number of lime segments exceeds the limit (8).

4) Support display rule on NVR local

Note: This function is implemented by Thermal camera which firmware version should be

above 5.5.8.
Live View Playback Picture Configuration
O Loca Video  Audio ROI metadata Settings
B System Stream Type [Main Stream(Normal) v|
O Metwork Video Type |\fldeo Stream V|
; B
Q5 Videoraudio Resalution [284*288 v|
Bitrate T Constant d
Image fraie Type | |
Video Quality Medium b4
[E] Event
Frame Rate [25 v|fes
Storage
Max. Bitrate [2048 | Kops @
£ vea
Video Encoding | H.264 Vl
@ Temperature Measurement
H.264+ [oFF v|
Profile [Main Profile v|
| Frame Interval [50 | @
SVC OFF v
Smoothing 0_[fClear=-=Smooth |
Display VCA Info By
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e Twgal Swmsizn

sl "HE RN S A - |

Camera 01

VISION Live View Playback Picture Application Configuration

D Local Camera [(D4) Thermal 2136 v
] system
Rule Arming Schedule Alarm Linkage Shield Region Overlay & Capture Camera Calibration

O Metwork —_—
'9() Video/Audio Display on Stream
] Image /] Display VCA Info. on Stream
E Event _ .

Display on Picture
E] BEIE [] Display Target Info. on Alarm Picture
- 3 ’
FQ | Vehicle Detection [] Display Rule Info. on Alarm Picture
B vea

Snapshot Settings

Behavior Analysis
] Upload JPEG Image to Center

Face Capture

Picture Quality [High v

Multi-Target-Type Detection

e Human Body Capture

IOT Channel Seffings

3. [Virtual Host]

1) All models of | series including POE and non-POE NVR, can enable virtual host
function, and generate connecting links.
Note: Go to Configuration->Network->Advanced Settings->Other (see the pic below)
2) After opening the virtual host, both POE and non-POE NVR can generate jump links

for POE and non-POE channels.
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Note: Go to Configuration->System->Camera Management->IP Camera (see the pic)

3) Support skipping the website of third-party camera.

IR atbach Picture Application Configuration

O Local SNMP  Emaill  Plalform Access  Network Service  Other integration Protocol  Smooth Streaming
B system Alarm Host IP [ |
@ Network Alarm Host Port [0 |

Basic Settings Multicast Address [ |

| Advanced Setti Video Download Bandwidth (262144 | Kops
Video/Audio I [V Enable Virtual Host I
Enable IP Camera Occupation Detection
Image p
Event

Vehicle Detection

SHPBE E®

VCA

a
F]

#

Human Body Capture

1r| 10T Channel Settings

Live View Playback Picture Application Configuration

PoE Channel IP Camera

D Local

B system 1P Camera [ Add | | modity | | Delete | [ Quick Add | | Custom Protocol | | Activation

SRS [] ChannelNo. CameraName  IPAddress  ChannelNo Management Port  Security Status Protocol  Connect

Live View Setlings 0 D1 ANPR 10.7.68.2 1 8000 Weak Online HIKVISION.http://40.
Maintenance 0 D2 IPdome 10.7.68.25 1 8000 Weak Onine HIKVISICN _hitp:/110.
Security 0 D3 Camera 01 10.7.68.27 1 8000 Weak Online HIKVISION  hitp://0....
| Camera Management

User Management

@ Network

05 VideolAudio

Image

& Evem

Storage

i | Vehicle Detection

G vea Total3ltems <= < 11 =

4= Human Body Capture

11| 10T Channel Settings

4. [Array & Group mode are mutually exclusive]

1) It can be detected when NVR is booting if Array and group mode coexist. If coexist,
the local GUI will prompt "Quota mode provides higher data safety, and is
recommended over array mode for HDD group”. Select "Yes" and then the NVR wiill

restart.
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2) Array mode: It doesn’t support Group mode when enabling Array. Group mode button
is putting ash in local GUI, and there is no Group mode option in drop-down box in
4200.

3) Group mode: It doesn’t support enabling Array when selecting Group mode. Enable
RAID button is ash and cannot be selected, and array configuration page is hidden in

4200.

1 Schedus Hocle: = ok \Graup

Starage Device Camera IO IPCamera 01
15 RAD Uzed Recond Capacity ulE]
Used Picture Capacity 1024 D0niE
Ell Aute Backu HOD Capacity (G5 11177
pEd Aihearused Kae. Record Capacsy (58] [i]
bl Ficture Sapacity (G5 n |

s Free Qucota Space 11177 GH

Copy to

5. [Optimize Search Speed of Hik—-Connect Playback])

The Hik-connects receives the alarm, and the alarm video can be played back after 5-

15s.

6. [Vehicle Detect black/white/other list support PTZ linkage]

1) PTZ linkage can be set in local and remote black and white list and other lists in
vehicle detection and alarm.
2) When the vehicle detection alarm is triggered, the local trigger corresponding PTZ

linkage item.
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7.

1)

2)

[Optimize Onvif Access])

Optimize the access logic of video stream to reduce the problem that camera can’t be
accessed or access disordered caused by parameters

Support multi-channel camera access.

3 camera . [lselectAl - CustomAdd X Delete [ 290 More Setlings Enter a keyword ﬁ
Add IP Camera (Custom) X

PoE Setlings No. Stat Security IP Address Device Model Prq

1 4 @ Active 10.7.68.205 DS-2CD6362F-IS  HIK

DO Soeey 2 GAcive  10.7.68.16 DS-2CD7A26GO0...  Hik
[ —

3 V @ Active 10.7.68.13 Hik
]

=3 Video Paramels
" s IP Camera Address 10.7.68.27
D1: ANPR D4: Camera 01 DS

I Protocol ONVIF - I

Management Port 80
Transfer Protocol Auto
User Name admin
Password

D6 D3 D10
Use Channel Defaul...

Search Continue to Add “

N ns A1 n1a nie

3  Camera - Select Al - CustomAdd X Delete [ 209 More Seftings Enter a keyword - =
Add IP Camera (Custom) X
POE Settings . >
@  Display
R_’: Privacy Mask
=5 Video Parameters
D1:ANPR D4: Camera 01 DS
D6 D3 D10

Search Continue o Add “
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3) Pull-Point Notification is supported by default, and Base Notification is used if the

device does not support Pull-Point Notification.

Related product list:

| series NVR DS-9600NI-116, DS-9600NI-18

DS-7700NI-14(/P), DS-7732NI-14/24P

DS-7700NI-14(B)(/P), DS-7600NI-12(/P)

Customer Impact and Recommended Action

This new firmware upgrade is to improve product performance, and will take effect
automatically after upgrading from previous versions. We'd like to inform you the above
changes. Also, we are sorry for any possible inconvenience of use-habit changes caused by

this action.

Note:

Hikvision has all rights to alter, modify and cancel this notice.

Hikvision doesn’t give any guarantee for old models’ stock.

Hikvision is not liable for any typing or printing errors.

- For special model’s change details, please contact our local technical support team.




