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1 Scheme Introduction
» The camera stores the recording in CVR/NVR/DVR/pStor, retrieves and filters
events on the platform, and returns corresponding event recording fragments. The

topology of the solution is as follows.
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[Note]: HCP currently supports three types of intelligent post retrieval for events,
namely: mobile detection, cross line detection, and intrusion detection. However, the
specific support for the above three events for different storage types is as follows:
NVR/DVR: All three events mentioned above are supported.

CVR: Supports motion detection and line crossing detection.

PStor/SAC: Supports mobile detection and line crossing detection.

Cloud storage: supports mobile detection and offline detection.

2 Installation Steps

[Note]: The software used in this article is the baseline version of HCP 2.4.1.
1
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2.1 Video recording with encoding device (NVR/DVR) to achieve

VCA Search function

[Note]: The device model and firmware version used for testing are as follows:

Basic Information Time Settings

B sysem Device Name
System Settings *Device No
Model

Serial No

Firmware Version

Encoding Version

Hardware Version

FR Version

Perimeter Protection Algorithm Ve

HMS Version

Version of Face Capture Algorithm

ObjectsThrownDetection Version

Web Version

Plugin Version

Number of Channels

Number of HDDs

File Application  Configuration Dis
RS-232 RS-485 Menu Output About
DeepinMind

5

o

IDS-TT32NXI-M4 [ 16P/X

IDS-TT32NXI-M4 [ 16P/X1620230301CCRRLA48...

V4.61.225 build 230518

V5.0 build 230316

B-R-K21B1_H930-00

V5.0.300

V200

V450

V5.0.300

V110

W4.5.0 build 230228

V3.0.81

Number of Alarm Input 45
Number of Alarm Qutput 45
Basic Information Time Settings RS-232 RS-485 System Service Location
Device Name | IP CAMERA2
*Device No. | 88
Device Model iDS-2CD7547G0-XZHSY

Device Senal No.

Firmware Version

Encoding Version

Web Version

Number of Channels

Number of HDDs

Number of Alarm Inputs

Number of Alarm Outputs

Firmware Version Property

IDS-2C07547G0-XZHSY20230522AAWRAB5625452

V5.8.40 build 230830 Upgrade

V7.3 build 230824

V5.1.0_R0O101 build 230810

B-R-H8-0
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> Device configuration

1) Log in to the IPC webpage and switch the camera VCA mode to intelligent event

mode. (Some camera operations may vary slightly)
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2) Enter the camera configuration interface and click on Video/Audio Display Info On
Stream, enable the Enable Dual VCA option.
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3) Enter the camera configuration interface, click Event Motion Detection, configure

events as needed, and check to upload to the monitoring center.

i Video Tampering Alarm input Exception Video Quallty Diagnosis Audio Exception Detection Defocus Detection Scene Change Detection Vi
Common Settings

Local e @D

Parameter Settings

System

Network
namic Analysis for Face

Arming Schedule

ming Schedule Edit

Linkage Method

4) Enter the camera configuration interface, click VCA - Smart Event, enable Intrusion
Detection and Line Crossing Detection, customize the detection box, and check to

upload to the monitoring center.
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= <) Smart Event

Live Vies
nirance Detection Reglon Exting Detection Loitering Detection People Gathering Detection Fast Moving Detection Parking Detection
=
Prayback
Rule Arming Schedul...

Application
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O O =
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5) Enter the backend device WEB interface, click Configuration Event Basic Event in
sequence, and manually enable Motion,;
Enter Configuration Event Smart Event, enable cross line detection and area

intrusion events, and check the Notify Surveillance Center for all options.

Live View Playback File Application Configuration Display Alarm
Motion Video Tampering Video Loss Alarm Input Alarm Output Exception Audible Alarm Qutput
Camera | [D7] Camera 01 v

Enable Motion Detection @D

Event Enable Dynamic Analysis for Motion

Basic Event

Sensitivity

Detection Target  [v| Human Vehicle
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Live View ck File Application  Configuration D

ay Alarm

Camera

] Camera 01 v

Enable Al by Device

Audio Exception Detection Defocus Detection Scene Change Detection Intrusion Detection

Enable Line Crossing Detection @D

Arming Schedule Linkage Method

Smart Event

Line 1 v

| (3| [X] N\

Detection Target v| Human Vehicle
Sensi 50
Direction A<->B v
Live Vie < File Application Configuration Display Alarm
Camera | [D7] Camera 01 v
Enable Al by Device
Audio Exception Detection Defocus Detection Scene Change Detection ntrusion Dete Line Crossing Detection
Enable Intrusion Detection @D
Arming Schedule Linkage Method
Smart Event
Region 1 v

Detection Target  [v| Human Vehicle
Threshold(s) 0
Sensitivity 50
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6) The configuration item for saving camera VCA data needs to be enabled locally on

the NVR.

Overwrite

[ Storage Device Enable HOD Sleeping [
Storage Mode | save Camera VCA Data = |
(.

namically Adjust Recor...
Pree

Log Storage Mode System Default =

In quota mode, the videos of channel shares no quota will be overlapped
or switch to group mode

Apply

L

» Configuration on HCP
1) Open the HCP WEB interface, click on Device — Area, select the resource point,

and ensure that the recording plan has been configured.

HikCentral Professional Person  Accou Security | Device 7 | Maintenance  Visual Map

@ supports global sorting for the st data.

+ &
@ HikCentral Professiona -':] doortest

Basic Information

~ 4@ HikCentral Professional

i 1015
i 10
1B 9503
i 1sup
I8 P1z
i 2r2
I O-SERIES

W TEST
B TEsTAIsUR

Area

Firmware Upgrade

Device Application

Basic Information

Name

Transmission Type for Live view

Picture

Recording Settings

doortest
TCp v

[ Live View

Main Storage () Get Device’s Recording Settings
Storage Location | Encoding Device v
@ Recording Schedule | Custom Template v View
Template
Stream Type | Main Stream v
© Pre-Record [

© PostRecors | s
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2) Open the HCP client, click on Exploration Video Search VCA Search, select the

filtering criteria, and draw rule boxes for mobile detection, cross line detection, and

regional intrusion events. Then, search and return the VCA results of the

corresponding events, as shown in the following figure.

Result Statistics 2023/09/07 00:00:00 ~ 2023/09/07 23:59:59

202300907

B HikCentral Professional Control Client [ Video Search

VCA Search

Sensitivity
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HikCentral Professional Control Client [ Vidso Search

VCA Search

Sensitivity

Result Staistics 2023/09/07 00:00:00 ~ 2023/09/07 23:59:59 ] 20n

2.2 Video storage on CVR to achieve VCA Search

[Note]: The CVR model and firmware version used for testing are as follows.

HIKVISION DS-A80624S Hybrid SAN

Information System Config -> Version

Encoding Device

= Hybrid SAN Version Information
Preview and Record,

Strategy and Alarm Hybrid SAN_Release: V2.3.8-8
Download and play B Library Version Information
User Management
nvralarm: V1.1.34
System Confi
g g nvrdev: V1.2.20

» Mede Switch rtsp: v2.0.1

» System Alarm libnvr: v1.0.3
» Version dvrhk: v1.0.3

hksdk: Vv6.1.7.10
Log Management

libSystemTransform: V2.5.5.3

B Other Version Information

HKServer: V3.41-1
CoreServer: v2.2.1-6

StoreServer: Vv3.0.0-4
nvrschedule: v1.0.3
nvrmanager: V1.0.3
nvradmin: v1.0.3
nvrctrl: v1.0.3

nvrlist: v1.0.3

nvralarm: V1.1.34
© 2018
HIKVISION

nvrdev: v1.2.20
nvrdb: v1.0.3
nvrfilter: v1.0.3

» Configuration on CVR
Open the CVR WEB interface, log in in to Hybrid San mode, click on System Config

Mode Switch, find the Smart Switch, and enable the intelligent functions.
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HIKVISION g ps06245 vybrid san
F ntonmation : System Config

Encoding Dovice

Smart Switch: Smart function Is enabled | [Configuration

Preview and Recor

Setting Video Query Time: o [Configuration once, the value medified again nesd

Strateqy and Alarm

Download and play

User Management

» Configuration on HCP
1) Open the HCP WEB interface, add CVR, open Device Area in sequence, select the

channel, and ensure that the recording plan has been correctly configured.

HikCentral Professional % 22 Videy Even m  Person Deviee O Maintenance  Visual Map
o8 @ © suppors gooa! sortin for tre st ca.
@ HikCentral Professional v [:) doortest

Recording Settings

Storage Location | Encoding Device v
© Recording Schedule | Custom Template v View
B TesT Template
@ e
Stream Type | Main Stream v

© rre-record 7]

© Fost-Recora | 55 v
Vo Expaton
e 0 craniemn

Firmware Upgrade

Device Application

2 t o Network v R v
v
-
41T Free of 8T8
Storage Type  (s) Real Time Storsge Scheduled Copy-Back
@ Recording Schedule | All-Day Time-Based Template v View
Template
Siresm Type | Main Stream v
© Fost-Record | 105 v

2) Open the HCP client and click on Exploration Video Search VCA Search. To

retrieve, select the storage path CVR and click Retrieve.

10
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HikCentral Professional Control Client BN Monitoring E2 Resource Status Il Vvideo Search

VCA Search e

Time
Today A4
Camera

doortest ~

Search

> B ez

> B ara

> 1B Test

~ 1B m™aa
Camera 01
Camera 01
Camera 01
Camera 01

Camera 01

@O@O®O®O

Camera test

@ doortest =

® p camera17 Main Storage_TXQQ

@ IPCamera 02
®* Auxiliary Storage_CVR

|
|
|

3) After drawing the detection rule box for area intrusion and line crossing detection,

the following results are obtained.

= HikCentral Professional Control Client [ Video Search

VCA Search

Time

Sensitivity

Result Statistics
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=/ HikCentral Professional Control Client [ Video Search

VCA Search

[Note]: When the storage location is CVR for motion detection retrieval, as CVR does
not support intelligent post retrieval of motion detection events, if the current channel
is configured with NVR, the motion detection event results in NVR will be

automatically detected.

HikContral Professional Control Client [ Video Search o X

VCA Search

Time

Camera

2.3 Implementing VCA Search for Video Recording Storage on

pStor

[Note]: The version of pStor used for testing is as follows:

12
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pStor System

Version: Baseline.

» pStor configuration
Open the installation path of the pStor program C:\SurveyanceSystem\ASW\conf\cva,
and modify <enable ivs>0</enable ivs> from 0 to 1, save it, and then restart the pStor

services.

hangelog & ,IE nginxcent & (= ova_configxml E3

sion="1.0"7%2>

xml

Hl<config=
<version>2.2.1</version>
<pool_size>4096</pool_sizes
B <ovm>
<ip=127.0.0.1</ip>
- </ ovms
= <mds>
<ip>127.0.0.1</ip>
- </mds>
= <Ccpm>
<ip=>127.0.0.1</ip>
<heartbeat_interval>3<fheartbeat_interval>
<heartbeat_fail time>3</heartbeat_ fail time>
— </ cpm>
= <record>
<buffer size>10</buffer size>
<frame count>10000</frame count>

<enable iwvs>1</enable iwvs>

<stream type>0</stream type
<anr_trigger_time}5{fanr_trigger_time}
<anr_enable)l{fanr_enahle)

<stream_timeoatb5<f5tream_timeoatb
<anr_extense before>15</anr_ extense_ before>
<anr_extense after>15</anr_ extense after>
<status_sync_timEDSOD<f5tatu5_5ync_time>
<write_31eep>20<fwrite_sleepb
<hls_enable>0</hls_enable:
<frame_analyze_log:
{stream_retry_time}ﬁ{fstream_retry_timeb
<platfDrm_vtdabu<fplatf0rm_vtdu>
<vtda_relation_enable>1<fvtda_relation_enahle)

</frame analyze log>

<plan_write_thread_nam>32<fplan_write_thread_namb
<vtdu direct_force>l</vtdu direct_ force>
<gb23151_p5_enable>0<fgb25151_p5_enable>

1 </records>

= <status_report>
<timeout_intervale>10</timeout_intervale>

- </status_report:

= <replenish>

<5tream_5peed}16384{{5tream_5peed}
<data_5egment_time>86400{!data_5egment_time>

13
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» Configuration on HCP

1) Open the HCP WEB interface, add pStor, open Device Area in sequence, select the

channel, and ensure that the recording plan has been correctly configured.

HikCentral Professional  f4 28 Video Even Alarm Person d Security Device Maintenance  Visual Map
@ @ Supports global sorting for the st data
certal Protessons | | (&) doortest

Picture Storage Se...

1 HikCentral Professional

': i 0 reeons
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18 Test © Post-Record | 55 v
B ™
‘deo Expirat
0 NR
torege (@) Ge
t t ~ || pst
L psto
£.0GS Fres of 20G3
torage Typs RealTime S hed y-Back

O Record Time-Based Templats ~ Vi
Stream Type it v
0 ren
e .

2) Open the HCP client and click on Investment Video Search VCA Search. To retrieve,

select the storage path pStor and click Retrieve.

> o rrz

> | aaa

> 1 TEST

~ 1 ™aa
@ Camera 01
® camera o1
@ Camera 01
%_i) Camera 01
@ Camera 01

® camera test

@ doortest B

@ P Cameraly Main Storage_TXQQ

® ipcamera 02
®) Auxiliary Storage_pStor

3) After drawing the detection rule box for area intrusion and line crossing detection,

the following results are obtained.

14
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HikCentral Professienal Coatrol Cler

VCA Search " =]

HikCentral Professional Co ent [ Video Search

VCA Search

Time

Camera

Sensitivity

[Note]: When the storage location is pStor for mobile detection retrieval, as pStor does
not support intelligent post retrieval of mobile detection events, if the current channel
is configured with NVR, the mobile detection event results in NVR will be

automatically detected.

HikCentral Professional Control Client  [E8| Video Search

VCA Search

Time

Camera

Sensitivity

e +
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3FAQ

Q: When VCA records cannot be searched on HCP, how do I troubleshoot and

locate the problem?

Answer: In addition to checking configuration parameters, troubleshooting can be

carried out from the following aspects.

» If the storage location of the recording is NVR, it can be retrieved on the NVR
local interface. If there are no results, it is a device issue or device configuration
issue. If there are results, please continue to use SDK Demo to troubleshoot.

» Using SDK Demo to perform intelligent post retrieval function.

1) Adding devices on SDK Demo.

2) Click Playback — By Motion, set the search time range, select the type of event to

retrieve in the retrieval section, and select the response channel.

3) After clicking Preview, hold down the Ctrl+left mouse button to draw the event rule

box, and finally click Search to return the results.

4) 1If the SDK demo is normal and the platform has no results, it indicates that the

problem occurred in the platform test. If the SDK demo also has no results, please
troubleshoot the device or configuration issue.

%8 clientDema - X

Version Info
build 20210302

HCNetSDK V6.1.6.45 Config ‘ Preview
PlayCtrl v7.3.9.51

Playback | Management

Others

Product Related | Exit ‘

=8 3 Device Tree{Right Click 1 Remote file ] Localfile } By Time } By Event By Motion I Pic Operate] Smart Pic Operae} Record Iabel} Lock File } Remote record}
B 192.188.119.101
E‘"é‘g‘glfcﬁ‘m . stattime:  [2023/ 9/ 7 »| [0:00:00 = stoptime: [2023/ 9/ 7 x| [238989 — retieval  FERE ¥
amera
433 IPCamera2 strear channel  |IPCamera7 =
45 TPCamera3
g PCamerat Index__| Start time [ Stop Time [ -
4 PCameras 1 0230907130535 2023080718061
4 PCamerss 2 20230907180743 20230907180753
4} PCamera? 3 2023090718049 20230907181040
g TPCamerag 4 20230907181047 20230907181058
5] TPCamerss 5 2023090718116 20230907181150
6 20230807181243 20230807181302
54 TPCamera10
4] Pamerail 7 20230907181315 2023007181329
8 20230507181451 20230807181526
&3 PCamera1 9 20230907181538 20230907181548
3] PCamerals 10 20230907181621 20230907181634
73 IPCameral4 1 20230907181636 20230907181646
4§73 TPCamerals 12 20230907182010 20230907182027
4§73 PCamerats 13 20230907182044 20230807182054
47 PCamerat? 1% 2023090718213 2023007182124
€ PCamerats 15 20230807182132 20230807182142
16 2023090718244 20230907182454
3 PCamera1s 17 0230907182507 20230907182520
g PCamerai 18 20230907182523 20230907182534
43 PCamera21 13 20230907182752 2023007182802 hd
) TPCamera22
gy TPCamera23 EEERDE P 0 T z [0
45} PCamera24 Playpreview and delayse [0 Boundary detection query condition
-§7 IPCamera2s Advanced =
5] IPCamera2s propettiss  [No Wik - e Bl curent ares |1 =] though diection [FAE1 +
7 PCamera2? Human ColorRate = sensitive 0
% PCamerazs Ao NOT ATTENTION < R 255 ~ — o
g5 PCamerazs ‘alam before time g alamm aftertime [0 s}
8 PCamera30 Glasses |No Attention - G ul -
% IPCamera31 Sex No Attention - B fi] -
g PCamera32
67 ZeroChan0
Time State | Operation [ Device mnfo [Erorinfe [~ @ locallog  Alarm Infc
2303-07 21:18:01  SUCC NET_DVR_RealPlay_Vv40 [10.9.95.153]-[10.9.96... Clean Save
230907 21:16:142  SUCC  NET_DVR_GetiinkAddr, dev addr[10.9.96.153:6000], loc... [10.9.96.153]-[10.9.96... —
£ |
: ) Loar, st
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