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Introduction to MinMoe Configuration Interface

B B A m AN A
1. Minmoe (DS-K1T671TM-3XF).
BiE (B45: DS-K1T671TM-3XF).
Configuration > local
ACE > Ay
Configuration

@

1

] Picturs and Chip Sattings

[

Live View Parameters

e

Picture 1 E—

Stream Type (Main Stream/Sub-stream)

PRt A (RS / 553D

Play Performance (Shortest Delay/Balanced/Fluent)

FERVERE  (RRIEIR AP/ )
Auto Start Live View (Yes/No)
BT E b G2/

If you choose Yes, the interface will automatically play the preview screen when you open the
preview; if you choose No, you need to manually click the play button to play the preview screen

when you open the preview.

RS, JPRTUAR, FHim B Zhik R AR, JPRPUERN, &P

FE TR I 77 AT 8 T 0 1
Image Format (JPEG/BMP)
I ERE X (JPEG/BMP)
Record File Settings

KB E
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Record File Size (256M/512M/1G)

AR ST RN (256M/512M/1G)
Save record files to...

SRS PR AF R AR I B
KBS IAEA B B8 4%, AT S OURAR, SR TP S AT A g 42 I 3C
 Je.

The path where the video files are stored locally, you can choose to change the path, and click the
“Open” button to open the folder under the archive path.

Picture and Clip Settings

I ANBAR R E

Save snapshots in live view to...

TR RAF B AR I B

The path where the image file is stored locally, you can choose to change the path, and click Open
to open the folder under the archive path

INESCAFAEAS AL TR 642, Pl SOz, BT JT AT AR B4 R IS S

Configuration > System > System Settings
WE > R4 > RGRE

Configuration > System > System Settings > Basic Information

RE > R4 > RARE > HAFR

IR Code | View GR Code

Picture 2 =
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Device Name

WA AR
Language

BEE

Model

g

Serial No.

FPo5

Device QR Code

W YD
Temperature Measure
Number of Channels
BN

10 Input Number

Firmware Version

EEEHTEN
Encoding Version
G A i A

Web Version
RPN
Plugin Version

A
MCU Version

LEINEN

Tk ) =
REA AL
10 Output Number
R A B

Configuration > System > System Settings >Time Settings

RE > &4 > RARE > WAERE

Security

User Management

© Network v

0 Video/Audio

Configuration

Picture 3 &=

Time Zone
I IX

Time Sync.
By 7 2

HIKVISION

Manual time adjustment The default is manual time adjustment, you can manually configure the
device time, or check the synchronization with the computer time, the device automatically

synchronizes the computer time.

TR BN TER, W PR E R AN, BaiE “ SiEyUEFEE 7,

B B [F TS L 1]

NTP time calibration The server address, port and time calibration interval of NTP time calibration
need to be configured. Click Test to test communication with the server.

NTP I Tl E NTP B ik 55 astthdik i ORI IS TATRR o SR il s mT ik 5 il 55 2 )

HAE T D

Device Time

WA I [H]

Set Time

BEE I 8]

Sync. with computer time

I 5 NI 1) [R] 22



Title: Version: Date: 10/03/2022
Introduction to Minmoe configuration
interface

Product: DS-K1T671TM-3XF Page: 4 of 33

Configuration > System > System Settings > DST
E > 24 > R W E > DST

Configuration

Maintenance
Security

User Management

@ Net

i Video/Audio

Picture 4 &M

Steps
BAEL R

HIKVISION

1. Click Configuration — System — System Configuration — Daylight Saving Time to enter the

configuration page.

1B il > R% - RAME > ZAN, dEANECE .
2. Tick Enable DST (daylight saving time) .

2. B ik JH A E A .

3. Configure the start time, end time, and offset time.

3. FCE IS R 25 R TR) A0 2 1 T

4. Click Save.

4. i RAF o

Ja A

Configuration > System > System Settings >About
RE > R4 > ZAARE > KT

Configuratior

Security

Picture 5 ®H
Open Source Software Licenses
IREENSYL
Click View to view all open source information.

R EE, ATAEE ARG R
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Configuration > System > Maintenance
RE > &4 > 447
Configuration > System > Maintenance > Upgrade & Maintenance

E > R4 > 447 > R4S

[

Security

User Management
@& Netwe
{0 Video/Audio

& Image

[ Schedule

& Intercom

Q Smart

Bl Theme

Picture 6 &|7x

Reboot

R W

Restore Parameters (Default, Restore All , Unlink APP Account)

WEZH (REIE, EEWRE, KPS

Export, Click Export to export maintenance logs or device parameters

WHESH I, BHFHAT SRS H TSRS S

Import Config File, Click the Import button to select the file to be imported from the computer,
and click Import to import parameters.

B ZHCCHE TN, b SN AR E B T SN, B R A TS
B AN

Upgrade

T

Click Configuration — System — System Maintenance — Upgrade Maintenance to enter the
configuration page. Select the upgrade type from the drop-down list, click to select the upgrade
file from local, and click Upgrade. The device automatically obtains the upgrade file for upgrade.
Bili 8 — R > RGYES — THRLE, BENRE . AT RAET ST,
iy WAEEETH RO, IR T, B BT ST T

Note: The upgrade process takes about 1~10 minutes. Please do not turn off the power during the
upgrade process. The device will automatically restart after the upgrade is completed.

R THPOIRER EAME 1~10 708, THRERE P iE AR IR, eI s sk B
BE)H
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Configuration > System > Maintenance > Log Query

E > &4 > 4 > HEEM

Picture 7 &+
Search and view logs
HRMEEHE
Click Configuration — System — System Maintenance — Log Query to enter the configuration
interface.

i E - 2% - R4y > HESEH, HARER.

Select the main type and secondary type of the log, select the start time and end time to be queried,
click Query, and the log will be displayed in a list

Information, including serial number, time, major type, minor type, channel number, local/remote
user and remote host address.

R E R RBMPCER, S FTFHEA MG RS RN, RHE#), JIRER
HE BE, WEFS, BIE. FRE, QM. WiES. A/ -~ LIgfE F 0.

Configuration > System > Security
RE > R4 > %4
Configuration > System > Security > Security Service

RE > &% > 2e > ZeRF

VISION ) i Configuration

2 Local

B System
System Settings
Maintenance
Security
User Management

® Network v

Picture 8 &l /\
MR RN ) 22 4255 2, W {fHE SSH A1 HTTPS.
Select the security level when logging in to enable SSH and HTTPS.
Click Configuration — System — Security Management — Security Service to enter the
configuration interface. Security Mode User information verification security level is high when
logging in. Compatibility Mode Compatible with the old client user information verification
method when logging in.
Bl RE - RS - &M - 2eh%S, #ARERm. ZelX xS ER
KU 2 g . AT R I A IH AR o L 5 B AR T 3
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Enable SSH SSH is generally used for remote debugging. When this service is not required, it is
recommended not to enable SSH to improve device security.

JEF SSH SSH — M T gk, HEMmMEMZIRS N, @A SSH, femid %
oy

In enabling HTTPS network access, to improve the security of browser access, you can build a
secure and encrypted network transmission by enabling the HTTPS protocol, and ensure the
security of transmitted data through identity authentication and encrypted communication. Click
Save to save the configuration.

JEF HTTPS MIZ&J5irl v, ZE4Rm b s U7 il 4k, wlidad s ) HTTPS Hhilti i 4
A NEHIM g AR, 8 S GEAINE S, R EE etk R
RAFBCHE -

Configuration > System > Security > Certificate Management

RE > &4 > 2e > EPEH

Configuration

2 Local rity Service Certificate Management

=R
System
M
security [
User Management

@ Network

3 Video/Audio

cation Certificate

Impert Communi
SYSLOG -
& Access Control jpload st ) nstal

Q@ Smart

Impert CA Certificate

El Theme

Picture 9 E L

Steps

BAE DR

1. Go to Configuration — System — Security Management — Certificate Management.
LIEANTE - 4 > Z2EH > EHEHE .

2. Select the certificate type in the Certificate Request File module.

2. FEUEFIE SRR s PR 5 2 .

3. Click Create.

3. g

4. Set certificate request information.

4. WEIEFERIE R

5. Click OK.

5. B E .

A pop-up window displays the certificate details. Swipe up and down to view the full text
B WoIEBIERE . BRI EE 2.
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6. Copy the certificate details and save them in a local request file.

6. ZHNEFTEIE I EH HAF A b 3 SR S0

7. Send the request file to the Certificate Authority for signing.

7. R RIEBRE B NEN A T4

8. Import the certificate sent back by the certificate authority.

1) Select the certificate type in the key import module, select the key locally, and click Install. 2)

Select the certificate type in the communication certificate import (public key import) module,

select the communication certificate (public key) locally, and click Install.

8. FAIEFVAENU A X Bl FRIESS .

1) TEARMH S EHEBIE Y, RN ARHUERARE, HRdizeds. 2) fElEIERSA
(AP BRI FAE A, JEAAMIEFEEEIE S (A1), HRdiwdk.

Configuration > System > User Management
RE > R4 > A EH
Configuration > System > User Management > User Management

JEE > AP EE

mE > &4 > A

VISIO)

Configuration

Picture 10 E+

Account Security Settings (Modify administrator password)
2zl (B s P DY)

Steps

BAE DR

1. Click Configuration — System — User Management to enter the configuration page.
1 RBdi il - R% — HER, #ENBCE T

2. Click under the admin User Actions column.

2. By admin FH P ERAESI R .

3. Enter the old password, create a new password, and confirm the password.

3R E . BRI .
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Configuration > System > User Management > Arming/Disarming Information

RE > &4 > AP EE > WP BHE B

Configuration

No. Type ® Event Uploading Type
Arming by Client 10.9.96.109

Total 1 ltems

Picture 11 E+—

View the device arming type and arming IP address.

A B AT T K AT D5 1P ik

Click Configuration — System — User Management — Arming List to enter the configuration
interface.

il iE - R4 - HPEH — ki —% , SEARCE .

Users can view the arming information of the device, including the serial number, arming type
and IP address. Click Refresh to instantly refresh the current arming information.

P ERR&WAYEL, FEAFEF T MPRE L 1P Huklk, Sy B mE
R ATPAE R

Configuration > Network

RE > M2

Configuration > Network > Basic Settings

RE > M% > A RE

Configuration > Network > Basic Settings > TCP/IP
E > Mgk > EA R E > TCP/IP

.....

DNS Server

Picture 12 B+
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DHCP SN LT
EESIERIG 1R Alarm Center IP
Network Card A 1P
BRS Alarm Host Port
IPv4 Address A ML A
1Pv4 Hiik NIC Type
IPv4 Subnet Mask NIC 27
IPv4 T PHERY DNS Server
IPv4 Default Gateway I 42 R4S 2%
IPv4 BRI Y2 Preferred DNS Server
Mac Address Bk 4 RS
Mac Hbik Alternate DNS Server
MTU (Maximum Transmission Unit) LI A IS5 2%

Configuration > Network > Basic Settings > Port

E > Mg > ZEARE > im0

Configuration

HIKVISION

Picture 13 E+=

HTTP Port, When using a browser to log in, you need to add the modified port number after the
address. For example, when the HTTP port number is changed to 81, when you log in with a
browser, you need to enter http://192.0.0.65:81

HTTP S 1, A5 D00 588 2% 6 5 I o EEAE bk J T o0 b A2 e 15 . 4025 HTTP i 15 2
981 I, I A Y As B Sk, 7 S5 http:/192.0.0.65: 81

RTSP Port, Real-time transport protocol port, please make sure that the port you modify is
available.

RTSP Sy I, SEHAE &I 1, A ORAE S s AT HIRIAT

HTTPS Port, Configure the device HTTPS port for browser access, but requires certificate
verification.

HTTPS i, FCE ¥ HTTPS 3, FH T U5 R, (H 7 2E 5 500E .

Server Port, View and modify the service port of the device.

R S5 a%im 1, ERAME A B IR 55 i 1

When accessing the device through the network, set the corresponding port as required.

A X 2% U5 1) LA I, AR S e B AT L ) B T
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Configuration > Network > Basic Settings > Report Strategy
E > Mg > EARE > Rk 5

VISION i ) carch  Configuration

(=]

B3 System

€ Video/Audio

B Image

Picture 14 &+
By configuring central groups and channels, you can transmit logs through the ISUP protocol.
Click Configuration — Network — Basic Configuration — Report Policy to enter the
configuration interface. Configure the central group for data upload, and the system can transmit
logs through ISUP protocol. Click Save to save the configured parameters.

WA ECE O A DL T, ERE ISUP Philie H & . Bl BiE — Ma — AR
B — LRGN EARCE S . BB HE LA, R GandEid ISUP B RS H &
i RAFRAF B B S HL

Center Group

02
Main Channel, Check Enable to configure the main channel for communication. The device will
communicate with the platform through the configured primary channel network.

FIEIE 2k A, B T8I . AR B A E R Il IE M 2% 5 G BEATIE .
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Configuration > Network > Advanced

E > Mz > FmH

Configuration > Network > Advanced > Platform Access

E > Mz > EmH > FETiHE

Platform Access Mode
FEEANTTA
Protocol Version
IPATES

Alarm Receiver Type
B
Server Address

JIk 55 2% i bk

Port

i 1

DevicelD

W ID

ISUP Listening

Picture 15 E+%

Register Status

ISUP Listening

W& HTTP 0T

ISUP Alarm Center IP Address/Domain
Name

ISUP 2 rfr.0y TP Huhik 5835 44

ISUP Alarm Center URL

ISUP # & t0» URL

ISUP Alarm Center Port

ISUP #i & 0o i
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Configuration > Network > Advanced > HTTP Listening

!
HTTP Listening

Picture 16 E-75

Event Alarm IP Address/Domain Name

TR 1P Mo/ 4

URL
URL H#hut

Configuration > Video/Audio

E > &R

Configuration > Video/Audio > Video

I E > WEH >

Video Channel
PRSI E
Camera Name
FHBLA FR
Stream Type
eyt
Video Type
LAY

Resolution
Bitrate Type

[ s |
Port
ity 11
Protocol
P

Picture 17 B+t

2R
Video Quality
EIZ ot &
FrameRate
FAU

Max. Bitrate
i | R
Video Encoding
i | R

I Frame Interval
1 i1

HIKVISION



Title: Version: Date: 10/03/2022
Introduction to Minmoe configuration
interface

Product: DS-K1T671TM-3XF Page: 14 of 33

Configuration > Video/Audio > Audio

E > B EH > E/

& Interco

Audio Channel
Input Volume
LINER Y

Configuration I

Picture 18 E+/\

Configuration > Video/Audio > Prompt

& > PIEH > 3R

™

Output Volume
ot
Voice Prompt
[ER=E/LN

Configuration

sppellation &) N

‘Time Pariod When Authentication Succesded

‘Time Pariod When Authentication Failed

Picture 19 B+

HIKVISION

Set custom voice Customize the voice output by the device when authentication succeeds or fails.

B L RS 11 SOAERON . AIE I 46 i h 035 5
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Steps

B DI

1. Click Configuration — AV — Prompt to enter the configuration interface.

1 BoE — S — 3o, BEARCE S .

2. Enable the custom voice feature.

2. i B SOE S DIRE .

3. Select the broadcast title

3. I FEFEARAR I .

4. Configure the authentication success period.

4. Bic B VERLDh I ] B .

1) Click Add 2) Configure a time period, within this time period, if the authentication is successful,
the device will output a customized voice prompt. 3) Configure the voice output language. 4)
Enter the authentication success voice content. 5) Optional operation: Repeat sub-steps 1~4. 6)
Optional: Click to delete the time period.

1) N 2) BoEM B AR RBAN, FHIERD), et B e CHE SR,
3) REEEHMIMIES . 4)MAMERIITETHNE. 5) ikl EE DK 1~4. 6) Al
et uly WM AN A B o

5. Configure the authentication failure period.

5. B E IR R GO TA] B

1) Click Add 2) Configure the time period, within this time period, if the authentication fails, the
device will output a customized voice prompt. 3) Configure the voice output language. 4) Enter
the voice content of authentication failure. 5) Optional operation: Repeat sub-steps 1~4. 6)
Optional: Click to delete the time period.

1) BRI 2) BCEN R B, R RIBON, F BRI, Bt B g RS iR,
3) MEEEMLIES . 4 MAMERMIEENE. 5) Wikl 2R TPE 1-4. 6) W
Wet A Fly ] BRI TR B

6. Click Save.

6. LT RAT o
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Configuration > Image > Display Settings

E > B > BrikE

B System

Configuration

® i PAL(50HZ) v
Network

Disable v

{1 Video/Audio

& Image Basic Parameter

(3 Schedule Default
& Intercom Image Adjustment Brightness e—)
& Access Control Supplement Light Parameters i —
Q Smart 1) —)
& Theme —()

Picture 20 Bl =+

Display Settings B

KR S5 E Image Adjustment
Video Standard SEPRlRi

A AT 1] 20 Supplement Light Parameters
WDR (Turns the WDR function on or off. IS 20

WDR is a technique that makes both very Brightness

bright parts of a scene and very dark parts =R

of the scene especially clear at the same Contrast

time.) S

TaA OFRBERHESSIRE. % éj;tttlfr}ion

B 5 17 LA T Lt o ) 2 R

PSS AR ) I ) AL [ I R e B A5 Sharpness

AITE AR D 4

Basic Parameter
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Configuration > Schedule > T & A Status

RE >3 >T&ARS

Configuration > Schedule > T & A Status > Time Settings
RE > 78 > T&A RS > B ERE

.
Picture 21 B =+—

Disable the attendance status through the web page After the attendance status is disabled, the
attendance status will not be displayed on the standby interface of the device.

L R A S BIRES BEPRSEER R, RS, AR EEIRE.

Steps

1. Click Configuration — Schedule Configuration — Access Control Plan — Attendance
Configuration to enter the configuration interface. 2. Select Disable for Attendance Mode.

BAE DR

L iRl — HRIRCE — M2 - SEcE , SARERm. 2. FEfiaist
e
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Configuration > Schedule > T & A Status > T & A Status

E >R > T&A RS > T&A RS

55 Enable Attendance Status

Check In/Check Out

Picture 22 Bl —+—

Configure attendance status

e B 25 RS

The attendance status of the configurable
device is on duty, off duty, starting rest,
ending rest, starting overtime and ending
overtime, and the attendance plan can be
configured according to the actual
situation.

G B B B BRSOy BPE. RIE,
TFURRE . B ARRE . TFAR B AN 45
FINPE, FFARYE SEhriE DA B % B it
L.

T & A Status

FEPIRES

Attendance Mode

x i

Enable attendance Status
fEREHE R

Check In / Check Out
EHE. FHEAENMES
Break Out / Break In
TR B G5 RARE
Overtime In / Overtime Out
TR B 45K E
Parameters

S

Customize Check In Name
H & X EEZFR
Customize Check Out Name

HE SR HEA R

HIKVISION
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General > Authentication Settings
RE > S RiERE
In card reader, you can select main card reader and sub card reader.

FEBE R4 i r] DL 3 R 8 AR 48

Configuration
& Local Authentication Settings Privacy Face Recognition Paramete ard Security Card Authentication Settings
B System
ard Reader | Main Card Reader v
@ Network Main Card Reader
Card Reader Type | Sub Card Reader
{0 Video/Audio
fer Descriptior
&l Image
Enable Card Reader
ERE
ion | Gard or Face v
£ General
Recognition Interval | 3 <@
Intercom
entication Interval | 0 ]
@ Access Control
Temperature
sthentication Failed At ]

Q) Smart

Bl Theme

2022 Hikvision Digital Technolog td. A

Picture 23 B —+=

The Card Reader Type defaults to face and cannot be changed.
BRARAEA NG, ANEEE L

The device model is displayed in the card reader description.

FE B R B R R T B

The face or card can be recognized only after Enable Card Reader.

2) 3 i LR 4% 5 A4 BE G &l =

Configuration
2 Local Authentication Settings Privacy Face Recognition Paramete: srdl Security Card Authentication Settings
B system
ard Reader | Main Card Reader v
@& Network
rd R
{1 Video/Audio
fer Descriptior
& Image
[ Reach
ERE
Authentication | Card or Face v
B General
Recognition Interval | 3
& Intercom
Authentication Interval = 0
& Access Control
Temperature
ntic ed At
Q Smart
[; Tar ]
El Theme
! Ne ]
2022 Hikvision Digital chnology

Picture 24 | ——+

HIKVISION

admin Help  [rlogout
p g

2 admin @ Help [ Logout

In Authentication, you can choose the authentication method as card, face, password, etc.

FESARIGUE A LA EEETT 5O R, A, H5E.
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VISION Live Use Searcl Configuration Radmin  @Help  [Flogout
= Local Authentication Settings Privac Face Recognition Parameter
B system
@ ard Reader Main Card Reader ~
Network
1 Video/Audio
& Image "
Enable Card Reader [
[E Schedule
ion Card or Face hd
& General Card and Password
Recognition Interval | carg s @ Rang
& Intercom Fingerprint

ication Interval | Fingerprint or Card L
Fingerprint and Card o
Face and Password
* | Face and Card
& Temperature Face
ion Failed Attempts Car

@ Access Control

& or Password

Q Smart

nable Tampering Datection | _GA0 O FINGerprint of Password
Theme

2022 Hikvision Digital Technolog

Picture 25 Bl —+%

Recognition interval refers to the time interval of continuous face verification, whether it is the same
person or different people, and the configuration range is 1-10S.

WNAE BB i ) 2 S REAT N L0 E I 8] (8], AR R — N NIERAFN, EEIEH 1-10s.
Authentication interval refers to all authentication methods (card, fingerprint, face), and the time
interval of repeated authentication. The configuration range is 0-65535s.

PO RIRE AT X B T e 7 a0 (R, 1880 A, EEIAERI R AIRE, BCE T o-

655355,
VISTONA Configuration 2 admin @ Help [ Logout
Q@ Local Authentication Settings Privacy Face Recognition Parameter
B system
ard Reader | Main Card Reader v
@& Network
{1 Video/Audio
ript

& Image

Enable Card Reader
ERE

ion | Card or Face -

B General

ecognition Interval | D s € Rang
& Intercom

nterval | 998988 € Range 0-5:
& Access Control
8 Temperature
1 At

Q Smart

Tampering
El Theme

N ]

2022 Hikvision Digital Technology

Picture 26 Bl =+7%

After the Alarm of Max. Failed Attempts is turned on, it will alarm when the set value is reached.
TR KRR R RBOEAR G, kB BN )S, ek,

Max. Authentication Failed Attempts can be set 1-10.

RN By B R sk BT e B 1-100

After enabling tampering detection, if the equipment is removed, an alarm will be triggered.
OBV S, WERBRPAR T, SR,

After enabling card No. reversing, the card number will flip. The card added after enabling the function
cannot be used after closing the function.

FHE RS2, THRERMK-REXRIZIRE AN, kIR,

After selecting sub card reader from the card reader, the following options are available:
£ Card Reader TGS R85, 2 HUNFik$E:

Communication with Controller Every: Configuration range: 0-255s;

H1EHaHEE AR BB 0-255s;

Max. Interval When Entering Password: Configuration range: 1-255s;
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By N B N ) e K TR RF TG L YO | 12555
OK led polarity / error led polarity: the cathode or anode of the motherboard can be selected.
OK LED #§£/Error LED # {4 T E$E AR ¥ BT AR 5 B AR o

VISION Configuration Radmin  @Help  [logout

D Local Authentication Settings F 3 Fat gnition Parameter
B System

@@ Network

1 Video/Audio

& Image

ERE

B General

Picture 27 Bl =+t
General > Privacy
HE > A
In the time storage setting, you can select the method of deleting events:
IS I Ak 02 T AT LAk B R SR 1 7 2K
Delete Old Events Periodically: Configuration range: 10mins - 60days;
€ FAMIER A F4% . BeE VG| 10mins - 60days;
Delete Old Events by Specified Time;
AR E IS TRI R [ H A
Overwriting 7 1t »
Authentication Settings & 1356 11E % &
You can choose to display the Authentication results: Face Picture, Name, Employee ID and
Temperature.

IR uRgE R ] DOk B s i . w44, 5 ID AR .
Picture Uploading and Storage

B R AR R i

Upload Captured Picture When Authenticating % 561E it i 3k 1 B F
Save Captured Picture When Authenticating FrA7 56 UE I 4l 31 1 & A
Save Registered Picture {R A7V MHA A

Upload Picture After Linked Capture #8438 f5 _FAL B A

Save Pictures After Linked Capture 5354 35 5 (RA7 - A

Upload Thermographic Picture A& #4845 B Fr

Save Thermographic Picture fRA7# S A% K F

Clear All Pictures in Device i Bk 1% & IR T B A

Clear Registered Face Pictures J& BRI A0 A NG B8 H

Clear Captured Pictures J7 i 7145 A &
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Picture 28 B =+/\

Face Recognition Parameters > Working Mode > Access Control Mode

RS 50> AR T2

Face Recognition Parameters

Picture 29 Bl =+ A,
General > Card Security
RE>FZE
Enable NFC Card: In order to prevent the mobile phone from obtaining access control equipment
data, there is illegal traffic. By enabling the NFC function, the access of access control equipment is
protected.
JAH NFC 42 B FHERE 18R e B, mBERRETEol. @idE R NFC Difg, 1
[EEB & VT I 2R
Enable M1 Card: When enabled, the device can recognize the M1 card, and the user can use the M1
card on the device.
JFEHAMLAR: FRE, B mRA ML R, R AR BRI M R
M1 Card Encryption: Enabling M1 card encryption verification can improve the security of access
control card and make access control card more difficult to copy. After checking, the sector number
needs to be configured.
M1 RN : JaH M1 RIS LRI 125 R 22tk (31128 REAR YL ik
Ja T X T
Sector: configuration range 0-100, recommended to encrypt sector 13.
B X FCE VG 0-100, HUNES 13 X,
Enable EM Card: When enabled, the device can recognize the EM card, and the user can use the EM
card on the device.
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JFHEM R: HH EM RJE, W&Rm EM R, P AIfE#R4 BRI EM K.

Enable DESFire Card: When enabled, the device can recognize the DESFire card, and the user can
use the DESFire card on the device.

JiH) DESFire : J8 M DESFire K/, ##& A% DESFire &, H " AI{E¥# EHil DESFire
o

DESFire Card Read Content: Ifiit is not enabled, only the card number can be read. After it is enabled,
other encrypted information can be read.

DESFire RN AFER NASIES, FFE5 o7 LB 22 .
o ntication Setting: . Face Recognition Parame Card Security

@ N r:x- =

I 3

]

Picture 30 E=+
General > Card Authentication Settings
WE > FRRIERE
Card No. Rule
SR E M

Card Authentication Mode: Full Card No; Wiegand26 (3 bytes); Wiegand34 (4 bytes)
A DOE BN AAR 26, F34R 34, B #SCER.

Configuration

Card Authentication Settings.

Card No. Rule

Picture 31 B =+—
Intercom > Device No.
Xt > wSELE
The device can be used as access control device, door station or outer door station, and the relevant
parameters of visual intercom of the device can be configured.

WA PR TR TTEALEEREHIRAE A, AT B B & 1 AT AL DA S 4
If the device type is door station or access control device, the community number(#*5), building
number, unit number, floor number, door station number and community number (/NX%i5) of
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the device can be configured.

HIKVISION

A RTE R OB T2, WRCE AT . s (5. Boos. B9,

OB S (GBS ) MG 5.

Vis e View Usel Search Configuration
Local Device No. Linked Network Settings ‘ress Button to Call
System

Device Type  Access Control Device >
Network
Door Station
) Floor No. | Outer Door Station
Video/Audio Access Control Device
Joor Station No. 0
Image
. Community No. 0
=] Schedule
@1 Advanced Settings ~

& Intercom
Access Control
Temperature

() Smart

Theme

2022 Hikvision Digital Technology Co., Ltd. All Rights Reservec

Picture 32 El=+=
Intercom > Linked Network Settings
Xk > REKM S S B E

& admin @ Help G*Logout

The SIP server IP address and the main station IP address of the linked device can be configured. After
the configuration is completed, the communication between the access control device and the intercom

door station, indoor station, master station, platform, etc. can be realized.

A B R BER A1) SIP iR SS w5 IP ik A FEHL IP bk . SeplEC B n, v SEEl 1284545 5 Al

S5 (B (I T

Configuration

YA ERAL EEL.

¥4

Local Jevice No. Linked Network Settings

System

Dev
Network

SIP S 1P 0000
Video/Audio

Main Station P 0.0.0.0

Image

@ 8 6 &@ 0 O

Schedule

General

- {3

Intercom

Access Control

e b

Temperature

Smart

Lo}

]

Theme

©2022 Hikvision Digital Technology Co., Ltd. All Rights Reservec

Picture 33 B =+=
Intercom > Press Button to Call

XY > A B

We can choose to call (specific) indoor station, management center or app.

ATRLEFEREY CRFED AL, A0 EFE APP.

& admin

O Help

[ Logout
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VISION Live View Usel Search Configuration & admin ©Help G*Logout
3 Local Device No. inked Network Settings Press Button to Call
B System No. Button Settings
& Network 01 Call Indoor Station || Call Specified Indoor Station Call Management Center | APP
g Video/Audio
Bl Image “
[E Schedule
£ General
& Intercom

B Access Control

8§ Temperature

Q) Smart

£ Theme

2022 Hikvision Digital Technology Co., Ltd. All Rights Reserves

Picture 34 [E =+
Access Control > Door Parameters
125> '13H
Door No.: Select the serial number of the door where the device is located.
M BRI TF 5.
Name: Create a name for this door.
E Sy A mEll e ey
Open Duration:The opening time of the door lock after swiping the ordinary card.
KL (R RT3 il il S P W G Y =1 A L8
Door Open Timeout Alarm: If the door is not closed after reaching the action time of door lock, the
access control point will send out an alarm. When set to 0, the alarm is not enabled.
TEI RN 0 I 18] 2 T 1AEE 2T 1B s (B JR e RG], T14E rOR AR A . i E N 0 I,
T A A A
Door Contact:Remain Closed/Remain Open.It shall be normally closed under normal conditions
(except for special requirements).
[ IRERIY AT Pl VR P B W T o IR B 00T RAR T H RS CRRIR TR SRER AN
Exit Button Type:It shall be normally open (except for special requirements).
T T2 IR W AR L T AL T H IR CREFR T KR ERSM) .
Door Lock Powering Off:Configure the status of the power-off rear door of the door lock. It is
normally closed by default.
(1Bl IR B T BB HL S T TRPRES . BRIV H
Extended Open Duration:If the elderly or children are inconvenient to move, the magnetic opening
time of the card swiping back door can be appropriately delayed by configuring this parameter.
RIVIEB IS 8] 22 NBLESFATAAME, @ B 1% 285 vE 8B R 5 TR 5 I 1 .
Door Remain Open Duration with First Person:Configure the duration of the first person normally
open. After the personnel configured with the first person normally open mode pass the authentication,
the door opening state will last for a period of time, and other personnel can pass without
authentication during this period of time. It is often used in scenes where a large number of people
pass, such as group visitors entering tourist attractions.
EPNGPIE - TR A= PN SR E RS o W= A= DN R - PN RN SO N =PI N W E TN
SRFFEE BN E], HAdN AR LI R BN A AT AN R A8 AT, W BT T KA &N B
R AR, A0 AT 2 BRI
Duress Code:In case of coercion, enter the coercion code to open the door. At the same time, the
coercion event will be reported to the access control system.
I B R B, ARSI R, 1R RGO EARa At
Super Password: Enter the password of the designated person to open the door.
(EHEAERENINAL TN S S EIE TIPS
Note: duress code and super password cannot be repeated, generally 4-8 digits.

YA A CE IS AN REE R, — B 4-8 AR
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Configuration Rodmin  @Hep  [rlogout

Picture 35 E|=+%

Access Control > RS-485

I 125>RS-485

Enable RS-485:The device can be externally connected with access control host, door control security
module or card reader through RS-485 interface. Set RS-485 parameters here to connect external
equipment.

JAF RS-485: il RS-485 #AMEI LN [THE LML RE%. A E
RS-485 24y, VMEERIME R

Peripheral Type: Select an external device according to the actual connection of external devices.
You can select card reader, extension module or access controller.

HMEBLE R IRAE KPR IME A E LTS DL MM . PR FRL R as . I AL,
B 1EE LML

RS-485 Address: Configure the RS-485 address according to the actual situation.

Note: When the access controller is selected for the external device, if the external device is an
Terminal, the local RS-485 address corresponding to the external device shall be set as 2; If the external
device is the access controller, the RS-485 address needs to be configured according to the
corresponding door number.

RS-485 Hulit: AR¥ESCPREILACE RS-485 kit

YU HOMERASERET A TN, MRS — b, IR E MRS RN N AL RS-
485 Hhkoh 2; A AME AR, 5 EARGES L 19 5 L B RS-485 Huhik.

Baud Rate: Baud rate when communicating through RS-485.

PR BT RS-485 I IR .

Data Bit: Data bit when communicating through RS-485.

KdAr: @i RS-485 T FIEHE L .

Stop Bit: Stop bit when communicating through RS-485.

1A JER RS-485 R I L4

Parity/Flow Control/Communication Mode:Selected by default.

RGP AT . BOA Sk $E.
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Configuration Rodmin  @Hep  [rlogout

RS-485

Farity | None ~

Hone -

de | Hall-Duplex -

Picture 36 Bl =+7<

Access Control > Wiegand Settings

128 > FR R E

Wiegand: Check enable Wigan to enable Wigan communication function.

PSR FAR, TR FBRIE IR

Wiegand Direction: Select the Wigan transmission direction.

Output

The face recognition terminal can be externally connected to the access control host and transmit the
card number through Wigan 26 or 34.

Input

Tl?e face recognition terminal can be connected to the Wigan card reader.
EFEBRAL T 1

St

NI IR 28 s w] ST 145 R, 8 HAR 26 5L 34 £~ 5.

A

N R 2 i ] R AR R A

Configuration Kadmin  @Help  [rlogout

Wiegand Settings

Picture 37 Bl=++t

Temperature > Temperature Settings

Temperature Measurement: After opening, the equipment shall be subject to temperature
measurement at the same time of personnel authority authentication. After closing, only personnel
authority authentication is performed.

FERENIER TR 5, B AT N A BURAAIE ) RIS AT IR . ORH1E, DOEAT AN BRI .

Temperature Measurement Only: After opening, personnel authority authentication is not carried out,
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and only temperature measurement is carried out. (Note: after the temperature measurement only mode
is turned on, you can choose whether to turn on the capture of visible pictures. If the capture of visible
pictures is turned on, the picture will be captured during authentication.)

After closing, personnel authority authentication and temperature measurement are carried out. It is
closed by default.

MR R G, AT N GBEBRAE, (G CRB: JTFROGRAG, kR
I RIHRTT WG Fr o FOT BRI WOt v, AT VAER, Rt AT B A itdn.)

KW JE, AT N AR VGERINE, BRIASCH

Unit: Degrees Celsius or Fahrenheit can be selected.

00 B AR e R PR B IR

Over-Temperature Threshold (Max.)/(Min.):The maximum and minimum thresholds of detection can
be configured. If the measured target temperature is higher or lower than the configured temperature,
the device will prompt abnormality. The default upper limitis 37.3 ° C and the lower limit is 33.0 °
C.

REARERE CERD /7 CRERD <Al e EAR I ) e i AN B AR B, 5 5 H Al 2 - B IR
THE R, Wafnmi. BALRMEN373° C, FIRA33.0° Co

Temperature Compensation:If the actual measured temperature has deviation, the compensation
temperature can be configured here. Configurable range: -99 ° C~99 ° C.

T A A SE BRI i B i 22, TR SRAL I B AN IR . PR E e -

9° C~99° C,

Door Not Open When Temperature is Abnormal:After opening, the door does not open when the
temperature is detected to be higher or lower than the configured threshold. Open by default.

IR ZE LT T8 5, A IR 5 T B B E A BE R, (IR BRIAJTE

Configuration Rsdmin  @Help  [rlogour

------

Picture 38 B =+/\

Black Body Settings:Black body is used for the calibration of temperature measurement accuracy. If
there are black body in the scene, please place the black body in the temperature measurement scene
and set the black body parameters. If there is no black body in the scene, there is no need to set the
black body parameters to avoid affecting the accuracy of temperature measurement.

Note: when using black body, it is necessary to ensure that the equipment lens is aligned with the black
body, and there shall be no shelter between the black body and the equipment. Once the black body is
calibrated, the measurement target position shall be completely consistent with the blackbody position
during calibration.

BRRE

SR H] T IR RS B2 B AR HE, AN Ry b RRAR, SR RARTICE TR S b, R BCE R A
. MR FH LR, AFEREBESE, 'R

Yo AL BRAAR,, W IR B S A R, B SIRR Z A AR Y, HBE—EAR
SE S5, SEBRIERT, W5 B AR B TR 568 E N R AR B e A — B
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Configuration Rodmin  @Hep  [rlogout

Black Body Settings

Black Body Parameters

Picture 39 B =+7
Temperature > Temperature Measurement Area
BE>RENEXIS

The temperature measurement range can be configured.

A DU i R TG

Configuration Radmin  @Help  [rLogout

O 0 0O

Picture 40 E M+
Smart > Smar
HREACE > AN E
Face Anti-spoofing: When this function is enabled, the device can judge whether it is a real face. If
the detected face is not a real face, the authentication fails.
JEHBENRI: JFE IR R, BT R SO RSN A R AN B SR
JK, MRS M
Live Face Detection Security Level: You can choose from three levels: normal, profile and highest.
The higher the grade, the lower the false recognition rate and the higher the rejection rate.
HNAGI 2245650 WA =y s =Sk R, g, IRIARIIG, FEINE
B .
Recognition Distance: Select the distance of face recognition in the actual environment.
PR R EESERRA T AR .
Application Mode: Choose indoor or other according to the actual situation. In the case of outdoor
scene, indoor window scene, or poor use experience, you can choose other.
Note: if the device not activated by other tools, the device defaults to indoor mode.
MR RSP il 5 = W b . fEE MR BENEEEN S, BRI A L
RITEOLS, AT ql.
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VEHT: B AR Hofh TG, B BRI = AR AR A

Face Recognition Mode:

Normal mode

The device performs face recognition through the camera.

Deep mode

It is applicable to more complex environments and can identify a wider range of people.
IN;iva2ill s

HE

B I SR kAT N

TR B

& RO RIS, R R NS ETET .

Continuous recognition interval: In the process of authentication, the interval between two face
recognition.

Note: Numbers between 1 and 10 are required.

SR ) 5] B B )

YRR, JiE 2 AR 591 1R [a] R N [a]

B TS 1410 2 IHHCT

Pitch Angle: the maximum angle at which the head can be raised or lowered during face detection.
During face comparison or input, the angle of head up or head down shall be less than the configured
value.

ORI A B NS U, AT A SR ERE AR IR A . AR EES B NI, 4h Sk mli
ISR A 25 /N T C L AR

Yaw Angle:The maximum angle that can be turned left or right during face detection. During face
comparison or input, the left or right rotation angle should be less than the configured value.
FEATRV A B NS, AT ) 2 B T AT e s i i KA o NG X B SR NI, ) 22 8%
AR A LD T ICE R

Rating Threshold:Face quality score (reserved).

NP N PP (TR .

1:1 Matching Threshold:The matching threshold of face 1:1 matching. The higher the recognition
threshold, the lower the recognition error rate. 100 can be filled in at most.

NI 11 BIE A 11 VEECH O ULAC IR . BB, RIS SRR R, TEIA R
KA 100,

1:N Matching Threshold:Matching threshold for face 1: n matching. The higher the recognition
threshold, the lower the recognition error rate. 100 can be filled in at most.

N TN BREL: A 1N VERCH A ULPE R (. PR, IR AR SR IR SGAR,  JE A
KA 100,

Face Recognition Timeout Value:Configure the timeout for face recognition. If the duration of face
recognition exceeds the configured value, the device prompts face recognition timeout.

NI VR 31 R FsF BT 1)< P 2 NG R ) I PR I P T o 2 AR Rl K I e B M, s Fm A
HEAR AR N o

Enable Hard Hat Detection: The reminder strategy is divided into none / reminder wear / must wear.
Je 2 A mEhsn il SRR SN 53 S o/ SR R I 2 2 o

Face with Mask Detection: The reminder strategy is divided into none / reminder wear / must wear.
FUER AT - = SRME MG 70 A J0 /SR M (T 38/ 25 i 3

Face with Mask&Face (1:1): The higher the recognition threshold, the lower the recognition error
rate. 100 can be filled in at most.

WG 11 BME B EAOS, O AR R IA G, BRSOk RT IR 100,

Face with Mask 1:N Matching Threshold: The higher the recognition threshold, the lower the
recognition error rate. 100 can be filled in at most.

WO RN 1N BME:BE, P AR R IAZRBAC, E 0SB BOKATE 100,

ECO Mode: After enabling ECO mode, the device enables the infrared camera for face comparison
in the low light or no light environment. ECO Mode (1:1), ECO Mode (1:N), Face with Mask&Face
(1:1 ECO) and Face with Mask 1:N Matching Threshold (ECO Mode)can be configured.
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WA RS E, EICEE eI T, & A A AMEAR LT N text . AT
B B AR (1N, SRR (1:1) 25,

Picture 41 EPY+—
Smart > Area Configuration
R E > KR E
Drag the boundary of the yellow rectangle in the preview screen to adjust the effective area of left,
right, up and down face recognition.
Or drag the slider on the right or enter a value to configure the effective area of face recognition.
FE T I R AE S AR RIS, AT R A BN NI R
A AT I B Sl A KU, CE IR RX 35

Configuration RLadmin - @Help  [>Logout

J Local Smart Area Configuration

B system
@ Network
{3 Video/Audio ) L @
B Image ht) e
[ schedule \ » O
Q el Repaint necogn}nonm}a i ; O
& Intercom
@ Access Control
8 Temperature
Q Smart
£ Theme
> Hikvision Digital Technology Co,, Ltd. Al Rights Reserve
Picture 42 ElY+=
Theme
T E

Display Mode: Authentication Mode; Advertisement; Simple

W IR TTER SR

Sleep

JE

Sleep after:If there is no operation during this period, the screen will turn off and the setting range is
20-999.

BRI IR A SRAE K BUR R N BV EBRRE L AR K, BB TE R 20-999.

Theme management can be carried out in advertising mode and simple mode. Up to 8 pictures can be
uploaded. The playing time period of pictures and the display time of each picture can be set.

FE) SR R B U iy DAEAT ERVE B, &2 B 8 sk, T DL E &R HIFE O 8]
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B VA S A 5K I ) s 16t 18]

[

Uplaad

B Dslete Al

Picture 43 B+ =
Search
Enter the search criteria, including event types, employee ID, name, card number, start time and end
time of the search, and click search.
Note: support searching names within 32 bits. The search results will be displayed on the right side of
the interface.
T RE
MIANEZRFMS, A TS, WA, R5. WRIIHERAFISE R (8], J5d A2

Y. SCRAEER 32 AN I ZEA o 83 G5 FURK s 78 S i A

ve Vie C atic Ladmin  @Help
Employee ID  Name Card No. EventTypes  Time Unit Temperature  Temperature E... Operation
Eve
Device Powerin... 2022-03-1109... Celsius 0 No
Access Control Event M
Doorlocked  2022-03-1109:. Celsius 0 No
frposee o Authentication .. 2022-03-1109... Celsius 361 No = &
Authentication . 2022-03-1109-.. Celsius 36.1 No EBE
Hame = Authentication .. 2022-03-1109... Celsius 3 No BE
Remote Login  2022-03-11 0%, Celsius 0 No
Card No - Authentication . 2022-03-1108:.. Celsius 364 No E&E
Authentication .. 2022-03-1109... Celsius 365 No BB
Start Time - Authentication .. 2022-03-1110-.. Celsius 365 No BE
2022-03-11 00:00:00 i - Authentication .. 2022-03-1110-.. Celsius 366 No BE
End Tim Authentication . 2022-03-11 10 Celsius 364 No B E
20220911 23505 - Authentication ... 20220311 10:.. Celsius 364 No E&E
- Authentication .. 2022-03-11 10.. Celsius 363 No B E =
Total 18 ltems ltems per Page 24~ lems Prev Pags n lext Page  Goto Page Goto
©2022 Hikvision Digital Technology Co., Ltd. All Rights Reservec

Picture 44 EP9+P4
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