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IP Speaker Function Instruction



Note

Those functions that this document mentions do not differentiate between models and
versions of IP Speaker. For details about the functional differences between different

models, see the comparison table of product functions of IP speakers in Appendix 2.
Device Activation

1) Download Hikvision SADP tool and install.
SADP download link: SADP - HiTools - Hikvision

2) When SADP is turned on, if the PC and Speaker are on the same LAN, SADP

can find the device and display related information on its interface.

Toel b o v devcos | 95 reen | ford ]Q ] ety Notwor Paramoters

M| ID « | Device Type: | status | IPv4 Address | Port

Enable DHCP
| Enhanced SDK Service Port | Software Version | IPv4 Gateway | HTTH name

Enable Hik-Connect
O oss DS-QA6W10G1-E Inactive 192.168.1.64 8000 N/A V1.1.0build 2306... 192.168.1.1 80

Device Serial No.:
P Address:

Port:

Enhanced SDK Service Port:
Subnet Mask:

Gateway

Pv6 Address:

Pv6 Gateway

Pv6 Prefix Length:

HTTP Port:

Administrator Password:

Forgot Password
1 3

3) Choose device, set password to activate device, and configure network

parameter according to the actual usage situation.


https://www.hikvision.com/en/support/tools/hitools/clea8b3e4ea7da90a9/

Total number of online devices: | 9D Refresh Qh6 Q | Activate the Device

|ID | Device Type | Status | IPvd Address | Port | Enhanced SDK Service Port | Software Version | IPvd Gateway | HTTH

088 DS-QA6W10G1-E Inactive 192.168.1.64 8000 N/A V1.1.0build 2306... 192.168.1.1 80

The device is not activated.

device activation.

New Password:  ssssssss
Weak mm——

Confirm Password:

You can modify the network parameters after the

| Enable DHCP

|ID | Device Type | Status | IPvd Address | Port | Enhanced SDK Service Port | Software Version | IPvd Gateway | HTTH
Enable Hik-Connect
088 DS-QA6W10G1-E Active 192.168.1.64 8000 N/A V1.1.0build 2306... 192.168.1.1 80

P Address: 192.168.1.64
Port: | 8000
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.1
Pv6 Address: ;;
PV6 Gateway:
Pv6 Prefix Length: o

HTTP Port: |80

“ >

Device Serial No.: | DS-QA6W10G1-E20230422C2WRE

Administrator Password: |essssses|

Forgot Password

4) After completing network Settings, user can log in to the web page of the

device to configure and use related functions.
IP Speaker WEB Function Introduction

1. Web Login

As shown in the following picture, enter the user name and device password, and select

the required language to log in to the device.



English

HIKVISION

Welcome

2. Introduction of Device Basic Information

After users log in to the web side of speaker, the device Overview interface will display

the basic device status, including the wired network status, Bluetooth status, ISUP

registration status, device model, serial number, and firmware version.

I.“_m Network Status

ISUP

Wired Network
Connected

Basic Information

=

Dewice Model
DS-QAGW10G1-E

Serial No
DS-QA6W10G1-E20230422C2WRAAS285487
Firmware Version

V1.1.0 build 230614

3. System Configuration

Enter System Configuration Interface of device, and choose Basic Information, then

user can check basic model and version information of speaker.



System

| Basic Information Time Settings |
Basic Informaﬁ

Overview

System Configuration

User M2 =ment

Configure *Device Name
Network
1 *Device No.
Maintenance Audio
and Security
Device Model

Bluetooth

Device Serial No

Broadcast Settings

Firmware Version
Code Version

Hardware Version

Web Version

Metwork Speaker
28

DS-QA6W10G1-E

DS-QABWT0GT-E20230422C2WRAAS285487

V1.1.0 build 230614

V1.0.0 build 230608

0x0

V5.0.1_R0303 build 230607

b
=

If users select Time Settings, they can modify device time by manual or NTP. Since the

device supports schedule audio play, ensure that device time is consistent with service

time.

Basic Information Time Settings

Device Time 2023-06-20 10:53:43

Time Zone
Time Synchronization mode (o) NTP Time Sync
*Server Address | 10.9.96.110

*NTP Port

*Interval

Note: The DST function is not supported

supported in future baseline versions.

4. User Management

(GMT+08:00) Beijing, Urumqi, Singapore, Perth v

Manual Time Sync

Test

in the current device version, but will be

Enter User Management Interface, and users can change the password using the original

password.



User Type Operation

Administrator Z

Edit User >

User Name ™

User Type

Old Password *

New Password *

Confirm Password *

5. Network Configuration

Enter Network Configuration interface, users can configure the network based on the

onsite network situation.



Overview

Configure

1

laintenance

Note: The Test function is used to test whether the IP address configured by the

customer is occupied. If the IP address is occupied, you need to replace it with another

System

Network
Neiwork Configuration
Networl 2 ice
‘Working Mode

Audio

Bluetooth

Broadcast Settings

TCRIP

NIC Type | Auto
orcr @D
*1Pv4 Address
*1Pv4 Subnet Mask
|IPv4 Default Gateway
MAC Address  fc:9f:fd:54:70:a7
“MTU | 1500
DNS Server
Preferred DNS Server

Alternate DNS Server

Test

IP address.

6. Network Service

On Network Service page, customer can customize the network port of speaker.

Overview

&

Configure

ance

a3l ce
hnd Security

System

Network
Network Configuration
Network Service
Worki. | bde

Audio

Bluetooth

Broadcast Settings

7. Working Mode

On the working mode page, users can configure ISUP via entering the service address,
port number, device ID, and private key. After the ISUP service is registered, the device

can be added to the server (HCP) and related audio functions can be applied on HCP.

HTTP

HTTP Port | 80

HTTPS

HTTPS Port | 443

For details, please check the HCP instructions in the appendix.




Overview

Configure

System

Network

Enable ()

Network Configuration

Protocol Version | ISUP5.0
Network Service
*Server Address | 10.41.8.171
Working Mode
*Port No 7660
Audio (1
*Device ID | Abc12345
Bluetooth
"Secret Key | wseeee
Broadcast Settings
Registration Status €@ Offline

8. Audio Configuration

On the audio configuration page, users can set the audio encoding format, input/output

volume, and noise reduction level (audio input sensitivity) as required.

Qverview

Configure

1

laintenance

System

System Configuration

Audio Enceding
User Management

Audio Input Sensitivity
Network

Input Settings
Audio

Bluetooth Input Volume

Bluetooth | 2

Audio Input Volume
Broadcast Settings

Output Settings

Channel 1 Qutput Volume

G.711U v

Medium v

Horn speaker supports audio real-time test. When click Test button, speaker will play a

built-in audio to help customers determine whether the hardware is normal.



System

:)ver\;\ew
Network

o) Network Configuration Rpal-Time Test
Configure

Speaker Test| Test
Network Service

Working Mode o

Audio

Two-Way 2 ) Configuration
Broadcast Settings

Alarm Configuration

9. Bluetooth Configuration

On Bluetooth configuration page, after enabling the Bluetooth function and setting the
Bluetooth name and password, a user can use a Bluetooth-enabled device such as a

mobile phone to connect to the IP Speaker to play music or do one-way speak.

System

Overview .
System Configuration

Enable
User Management
Configure

1

Maintenance  Audio
and Security

“Bluetooth Name test02
Network

*Paired Password &
Bluetooth Version V1.0.0 build 2305131452
Bluetooth

Connection Status @ Disconnected. Refresh
Broadcast § 2 s

10. SIP Configuration

On SIP configuration page, users can do SIP two-way audio configuration. For the

detailed information, please check the document attached in Appendix.



System sIP
Qverview

Network

enavie @)

SIP Account

Audio
Configure

Maim;lance Broadcast £ 2 15
and Security

Two-Way Audio Configuration

“Account | 1022

*Password @

Alarm Configuration

“Display Name | 1022

SIP Server

*3erver Address | 10.6.66.102
*Server Port | 5060
*Registration Expiration | 3600

“Heartbeat Cycle | 80

Two-Way Audio Configuration
*Encoding/Decoding Format | G.711u G.711a G.722 v
Selected (3/3)
Type
G711u

G711a

G722 e

4
HEI 1 g
a

11. Material Library Management

On material library management page, users can import, rename, and delete audio

materials of IP Speaker.

Binhaay-aucio2 mpa mp 1108 0003 p

12. Scheduled Broadcast Configuration
The IP Speaker supports periodic broadcasting on the Web side. The configuration
procedure is as follows:
1) Click Add to add a scheduled broadcast plan. Users can customize and name the

plan.



Strategy Setings

Basic Information

Broadcast Settings

@ Audio File

2) Choose task type as day schedule or weekly schedule, and set the start date and end

date of the task.

Material Library Scheduled Broadcast Strategy Settings

+ Add Basic Information
Scheduled Broadcast Task(New) ]
Enavie (@)
“Task Name | Scheduled Broadcast Task(New)

Task Type (s) Day Schedule Weekly Schedule
I “Start Date | 2023-06-25

“End Date | 2023-07-02

Broadcast Settings

Broadcast Rule @ Audio File Speech Synthesis

00 02 04 05 08

Every D

3) According to the actual requirements, select the broadcast rule as audio file or TTS

voice, and drag the mouse to configure the broadcast time in the following schedule.



Basic Information

enavie @)
*Task Name | Scheduled Broadcast Task(New) ‘
Task Type () Day Schedule (s) Weekly Schedule
* Start Date | 2023-06-25 H ‘
*End Date | 2023-07-02 [l ‘
Broadcast Settings
o Broadcast Rule ‘ @ Audio File H @ Speech Synthesis || 0 Clear
. 00 02 04 08 08 10 12 14 16 18 20 2 24
weore.. |
Friday
e
.
Note:

Schedule can be copied to other dates via clicking the sheet icon.

Broadcast Rule | @ Audio File H @ Speech Svnthesis ‘ M Clear
Copy to...
[ selectAn [|Tuesday [ |Wednesday [ |Thursday [ |Friday [ |Saturday [ |Sunday @j

Wedne... |
4) Click on the color bar of the schedule to refine the time range by entering a specific

time.

‘ 01:17:00 @‘ - ‘ 10:47:00 ®‘

ist Rule | @ Audio File @ Clear

Advanced C{mfeion Delete
oo 12 14 16 18 20 22 24

v

5) Click Advanced Configuration for further setting the schedule broadcast.

If users want to select an audio file as the broadcast audio source, you can click Add



to add an audio file in the library or upload a new audio file from your computer.

Broadcast Settings

02:47:00 O - | 10:113:00 (O
Broadcast Rule | @@ Audio File m Clear

Advanced Copfiguration Delete

0o 12 14 16 18 20 22 24
Tuesday i .
Wedne...
Thursday
Friday
Saturday
Sunday
(=]
Rule Settings Rule Settings
Broadcast Audio Source Broadcast Audio Source
®) Audio File ®) Audio File
Speech Synthesis Speech Synthesis
Audio* Audio™
Name Duration Name Duration
Birthday-audio2 mp3 00:00:38 Birthday-audio2.mp3 00:00:36

1 1
Add Matenial Add Matenal 0@

Play Mode e Import Audio File*

Play|

: - |®

Loop Uploa

®) Play Once

d audio file in 100 format, which is

less than mp3, waviM

Em - 0

If users select TTS as the audio source file to broadcast, they can input text and select
the voice type. Then the built-in TTS module of the device will convert text into voice

for broadcasting.



Rule Settings

Broadcast Audio Source
Audio File

) Speech Synthesis

Audio Content* 0/8192

Audio Type
*) Male

Female

Volume

100

Broadcast Ratings

Play Mode
) Play Once

Loop

“ Cancel

After the audio source is configured, you can further configure the voice volume,
broadcast priority (for details, see the IP Speaker Priority Strategy in appendix), and

broadcast mode (single broadcast or loop broadcast).

Rule Settings

Broadcast Audio Source
Audio File

) Speech Synthesis

Audio Content* 0/8192

Audio Type
) Male

Female

Volume

100

Broadcast Ratings

Play Mode %
Play Once

) Loop

Play Duration *

08:11:00 €]

ﬂ Cancel

6) Click ‘Save’to save configuration.

13. Strategy Settings

On Strategy Settings interface, users can enable Continue Broadcast in Next Day, which

means that in the case of scheduled broadcast, if the configured audio file list is not



completed in one day, the broadcast will starts from the next unbroadcast file in the list

on the next day.

System Material Library Scheduled Broadcast
Overview
System Configuration

Continue Broadcasting in Next Day
User Management

Network o
- =]

Audio
and Security

Configure

Two-Way Audio Configuration

Broadcast Settings

Alarm Con( 2 stion

14. Alarm Input Configuration

If the device supports the alarm input/output interface, users can configure the alarm

input/output on the web side of the device.

Enter the alarm input configuration interface and click the pencil icon under Operation

to configure the alarm input.

Alarm Input No. Alarm Name Alarm Type Enable Alarm Input Ha... 1P Address
\ NO oca

Netwark

Audio

Two-Way Audio Configuration

Broacast Seftings

Alarm Configuration

2

The specific configuration of alarm input can refer to the following steps:
1) Customize the alarm name, select the alarm type (normally open or normally

closed), enable the alarm input, and configure the alarm input arming schedule.



Edit %

Alarm Input No

IP Address

Alarm Type

NO ~

Alarm Name

test

Enable Alarm Input Handling

(@) k

Arming Schedule

A instant 4% Clear

o me  pa P pe i iz s [ B ® o
Monday
Tuesday
Wednesday
Thursday
Friday
Saturday
Sunday

o i D1 e i} 1o 12 14 18 18 20 B2

Linkage Method

2) Configure the alarm input linkage mode, you can choose linkage audio, or linkage

alarm output.

Alarm Name

test

Enable Alarm Input Handling

«@©

Arming Schedule

o Instant % Clear
L) oz 04 o) s 1o 12 14 15 18 20 ez 24
Monday
Tuesday
Wednesday
Thursday
Friday
Saturday

Sunday
i o2 4 6 13 10 12 14 1® 18 0 bz ' o4

Linkage Method

Audio Linkage

Link Alarm Output
Select All

A1

“ Cancel

15. Alarm Output Configuration
On the alarm output configuration interface, users can click the pencil icon under

Operation to configure the alarm output.



Sysem s [am o | avsme s cup

Alarm Output No. Alarm Name Alarm Status Time Delay (Sec) IP Address Operation

When configuring the alarm output, the user needs to customize the alarm output name,
set the alarm output duration time and arming schedule. Users can also click Manual

Alarm to trigger the alarm output manually.

Edit X

1P Address

Alarm Status

Alarm Name

Delay

Arming Schedule

o Instant % Clear
bo bz ba  Ps e o iz e e fs k0 2 o
Sunday
Monday
Tuesday
Wednesday
Thursday
Friday
Saturday
oo oz 04 i) o8 10 12 14 18 18 20 ee 24

Manual Alarm

Manual Alarm

“ Cancel

16. Audible Alarm Output Configuration
On alarm input audio configuration interface, users can configure the audio of the alarm

input linkage.



System Alarm Input Alarm Output Audible Alarm Output

System Configuration

Audio Type | Audio File v
User Management
c
D *Audio File | Birthday-audic2.mp3 v
Network
1 Material Library Management
Maintenance Audio
and Security Broadcast Rule
Two-Way Audio Configuration
Broadcast Ratings ———— 3
Broadcast Seitings
Volumeg —mM8M 100
Alarm Configuration
*Play Mode | Play Once ~

2

Arming Schedule

Arming Schedule Edit

The configuration steps are as follows:

1) Select the Audio Type as Audio File or Speech Synthesis.

Audio Type | Audio File ~ |

Audio File
*Audio File

Speech Synthesis

R S

Broadcast Rule

%]

Broadcast Ratings ——

Volume 100

“Play Mode | Play Once 4
Arming Schedule

Arming Schedule Edit

2) If the audio type is set to audio file, users need to select the audio in the material
library as the play material. If TTS is selected, users need to enter the speech content
and the speech type (male or female) to be synthesized.

Audio Type | Audio File v

=Audio File | Birthday-audic2.mp3 4

Material Library Management



Audio Type | Speech Synthesis

*Audio Content

Audio Type (e) Male Female

3) Set broadcast priority (for the priority strategy, see the attached "Audio Priority

Strategy" in appendix), volume, and broadcast mode (play once or loop).

Broadcast Rule

Broadcast Ratings

Volume

*Play Mode | Play Once

4) Configure the audio broadcast arming schedule as required.

17. Device Restart

Arming Schedule

o Daw

Monday
Tuesday
Wednesday
Thursday
Friday
Saturday

Sunday

“ Cancel

X

% Clear

Pz 24

On the Restart interface, users can click Restart to reboot IP Speaker.

System Maintenance

Overview 2

Maintnjla nce
and Security

1

| Restart I Upgrade

Qnual Restart

Backup and Reset

Device Debugging

Reboot Device

Restart




18. Device Upgrade

On Upgrade interface, users can upgrade device after selecting upgrade file path of

computer.

5 System Maintenance Restart Backup and Reset Device Debugging
&

[

© Note: Tneramng process will last 3 to 15 minutes. Do not power off the device during the process. The device will reboot autematically after upgrading.

Local: Upgrade
Upgrade Settings | Main Program ~

Upgrade File ]

19. Device Backup and Reset

On Backup and Reset interface, users can manually reset the device or import/export

parameter files to back up the device.

. System Maintenance | | 2 Restart Upgrade Backup and Reset oevice Debugging
=

Overview
Back Up
Device Parameter Export
2]
waintenance] |1 Reset

and Security, o

Restore to default settings. Restore
Restore fo Factory Settings | Restore All

Import Config File

Device Parameter =

20. Device Debugging

On Device Debugging page, users can perform the following operations to do

troubleshooting for the device:

= System Maintenance Restart Upgrade Backup and Reset
&l
Overview
2
SSH
Enable SSH
Print Log
Print Log Export
Ping Network
Adadress | 10.9.96.77 Ping Network

Network Packet Capture

Network Packet Capture Start Capturing Packet

1) The device supports the SSH function to obtain device running information for




troubleshooting.

SsH

Enable SSH

2) Ifthe device is abnormal, you can export the printed logs of the device to technical

support or R&D for troubleshooting.
Print Log

Print Log Export

3) After you enter an IP address in the Ping Network function, the device will check

whether other devices occupy the IP address or not.
Ping Network

Address | 10.9.96.77 Ping Network

4) The IP Speaker can capture packets on the device directly on the Web. After
capturing packets, the IP speaker can download and export them directly on the PC.

Network Packet Capture

Network Packet Capture Start Capturing Packet

21. Other

Click help at the upper right corner of the Web terminal to open the open source

information and online help documents. Users can view them as required.

[ Open Source Software Statement

(# View Online Document




Instruction of HCP solution

w|

HCP2.4.1-BHH#IP
Speakerl'$33(TF

Appendix

1. Audio Priority Strategy

IP Speaker
{fE5E4% xlsx

2. IP Speakers Selection Guide

3. SIP Configuration Guide

W]

IP
SpeakerEt&EAS



